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This document constitutes the Special Section of TAMINI's Model.

To that end, in addition to the terms and conditions and the expressions defined

below, please refer to the Glossary in the General Section.

I. STRUCTURE OF THE SPECIAL SECTION

This Special Section of the Model - in its updated version - was prepared

according to the so-called “process-based approach to the crime risk pursuant to
Italian Legislative Decree no. 231/2001".

In particular, for each Process at risk of a crime, the following have been
identified:

O

Risk Areas and, in the scope of each area, “sensitive” activities, namely
those specific activities the performance of which is linked to the risk of
the commission of Crimes. In the context of these Risk Areas, activities
completely or partially performed by Group Companies in the name of
and/or on behalf of the Parent Company as part of service contracts or

specific mandates signed are also relevant.

the applicable categories of offences and the individual offences that can
be perpetrated abstractly (for a brief description of the offences envisaged
by the Decree, please refer to Annex 1 of the Special Section entitled

“Description of the envisaged offences”);

the company departments involved in performing “sensitive” activities and
who, theoretically, could commit the crimes provided for by the Decree,
although the identification of roles/functions must not, in any case, be
considered mandatory, given that anyone at the company could
theoretically be involved by way of collusion (the roles/functions involved
are specified in the document prepared for this purpose called “Internal

Process Mapping”);




Moreover, for each process, the Special Section also expressly identifies the
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areas of company activity labelled as “instrumental”, namely areas with activities
that may take on a supporting (or instrumental) role with regard to the crimes in
question, and particularly, as we will see, crimes against the Public
Administration, corporate crimes, including corruption between individuals! and
tax crimes. As a result, some of the areas represented below were considered to
be at “direct risk”, with reference to the possibility that, within these areas,
there might be a risk of the offence being committed between Corporate
Representatives, and at the same time “instrumental”, due to the hypothesis
that the activities carried out in the area in question might be supportive (and,
indeed, instrumental) with respect to the possible commission of the offence in

relations with third parties.

In any case, labelling an activity as “at direct risk” or “instrumental”, does not
limit the scope of the risk sometimes identified, with the consequence that all
Risk Areas, regardless if they are classified as being “at direct risk” or
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“instrumental”, take on similar relevance for the purposes of this Model and are,

therefore, monitored with the same methodological approach.

With regard to the above, the internal control environment described by this

Special Section is structured as follows:

e general control principles that apply universally to each process at risk
across all Risk Areas and “sensitive” activities;

e specific principles of control envisaged with reference to the activities
that are implemented in the processes/areas “at risk of an offence”, in

addition to the rules defined in the Model and its protocols (proxy system,

L with regard to the crime of corruption between individuals (Article 2635 of the Italian Civil Code) and
incitement to corruption between individuals (Article 2635-bis of the Italian Civil Code), it is specified that,
following the entry into force of Italian Legislative Decree no. 38 of March 15, 2017, the structure of the crime
was changed and no longer requires that the company be "harmed". For this reason, this Special Section also
considers the risk of corruption between individuals where it is “interorganizational”, namely between
individuals belonging to the same company.




Code of Ethics, etc.), aimed at ensuring the clear definition of the roles
and responsibilities of the players involved in the process; and
general rules of conduct set forth based on the individual classes of

crime covered in the Model and directed at all Recipients.

Below is a summary of the processes at risk for crime according to Italian

Legislative Decree 231/2001 (hereinafter "Processes at Risk"), which will be

explained further in the Special Part.

. HUMAN RESOURCES

2. LEGAL AND CORPORATE AFFAIRS (INCLUDING LITIGATION)

3. ADMINISTRATION, FINANCIAL STATEMENTS AND TAXATION
(ASSETS AND LIABILITIES)

4. FINANCE AND M&A

5. ICT

6. PURCHASES

7. COMMERCIAL (INCLUDING THE MANAGEMENT OF ORDERS)

8. MANUFACTURING AND PRODUCTION OF TRANSFORMERS

9. COMMUNICATION OF INSTITUTIONAL RELATIONS

10. HSE

11. SECURITY AND GENERAL SERVICES




II. GENERAL CONTROL PRINCIPLES, CERTIFICATIONS AND INTERNAL
REGULATIONS VALID FOR ALL PROCESSES AT RISK

All Risk Areas and sensitive activities of each process at risk must be managed in

compliance with the following general control principles.
II.1. Systems of Powers

Authorisation and signature powers must be: i) consistent with the
organisational and management responsibilities assigned, including, where
required, indication of expenditure approval thresholds; ii) clearly defined and
known within TAMINI.

I1.2. Separation of duties

Preventive and balanced distribution of responsibilities and the provision of
adequate levels of authorization, capable of preventing the mixing of potentially
incompatible roles or the excessive concentration of responsibilities and powers
in relation to any one individual are guaranteed. In particular, the separation of
responsibilities between those who authorise, those who execute and those who

control the process must be guaranteed.
I1.3. Internal Regulations

In carrying out their respective activities/functions, in addition to the rules
referred to herein, the Company Representatives must know and comply - with
reference to their respective activity - with all the procedural rules adopted by
the Holding and implemented by the Company as well as any procedures

envisaged by TAMINI contained, by way of example, in the following documents:

Corporate organisation chart and organisational diagrams;
Code of Ethics;

Anti-Corruption Guidelines;

Whistleblowing Guidelines;

procedures for the selection, recruitment and management of personnel;

@ U &N

procedures adopted for quotation and sales, and order management;




7. procedures adopted on qualification, choice of suppliers and, more
generally, on procurement;

8. rules, procedures and operating instructions adopted for the management
of authorisation procedures and communications with  Public
Administrations;

9. procedures relating to the assignment of consultancy and assignments for
professional services to third parties;

10.the Corporate Governance Code of listed companies promoted by Borsa
Italiana S.p.A.;

11.the procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

12. procedure on Internal Dealing;

13. the procedures for the preparation and keeping of accounting and
corporate records;

14. General Ledger Accounts;

15. Industrial Accounting manual;

16. Guidelines on the approval of significant transactions and management of
situations of interest;

17. Procedure for Transactions with Related Parties;

18. the procedures relating to the policy and management of corporate giving
requests;

19. Trade Compliance Policy;

20.procedures relating to the preparation of accounting entries and the
preparation of direct communications to shareholders or the general
public;

21. procedures relating to the execution and management of extraordinary

transactions.

Recipients other than Corporate Representatives are required to comply with the
principles dictated by the internal regulations indicated according to the cases
and when specifically required by the Model through special ad hoc contract

clauses.




I1.4. Ex post facto tracking and verification

The principle is enforced, according to which i) every transaction related to a
sensitive activity must, whenever possible be accurately recorded, ii) the
decision and approval process and the performance of the At-Risk Activity must

be verifiable ex post facto, including through specific supporting documentation.




III. Process at risk of crime no. 1: HUMAN RESOURCES
A) Areas of risk and sensitive activities

In relation to the HUMAN RESOURCES process the following risk areas and

sensitive activities have been identified:

e Staff selection and recruitment:

a) Formal definition of the profiles of potential candidates for the
different positions to be filled;

b) Collection and archiving in specific databases of the documentation
relating to the applications received;

c) Analysis of the applications and verification of their “suitability” with
respect to the defined profiles;

d) Verification of the residence permit in the case of workers from
non-EU countries;

e) Selection of personnel and formalisation of the outcome of the
process;

f) Verification of the presence of any conflicts of interest or
incompatibilities;

g) Formulation of the economic offer;

h) Relations with recruitment companies and employment agencies.

e Staff incentive and salary review:

a) Formal definition of quantitative and qualitative objectives to be
achieved;

b) Definition and formalisation of the incentive system, company
benefits and salary increases and related monitoring;

c¢) Formalisation, discussion and archiving of evaluations.

e Management of staff training and of relations with the P.A. for the purpose

of obtaining training grants/funding:

a) Planning of training activities for Employees;




b)

c)

Management of participation in procedures for obtaining
disbursements, contributions or subsidised loans in the field of
training by Italian or European Community public bodies and their
actual use:

o management of relations with the P.A. for the purpose of
obtaining training grants/funding;

o submission of the request/application for funding/contribution
and the supporting documentation;

o participation in on-site audits by the lending Entity both in
the implementation stage and at the end of the activity;

o use of the funds obtained through financing and
management of any adjustments/upgrades to the activity
subject of the subsidised contribution/financing contract;

o reporting on the grant/subsidised financing.

Planning, execution and verification of the effectiveness of the

training provided to employees.

Management of relations with Trade Unions:

a)

Management of relations with trade unions for group company

bargaining at a national and local level.

Staff administration:

a)

b)
c)

d)
e)
f)
g)
h)

Management of Employees' personal data (amendment of personal
data, remuneration, etc.);

Management and filing of statutory books;

Management of attendance, permits, vacation, overtime and
transfers;

Processing, payment and related recording of salaries;

Management of severance pay advances to Employees;
Management of redundancy incentives;

Cost reporting of outsourced staff;

Collection and archiving in specific files of the documentation

relating to each employee and management of sensitive data.
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¢ Management of relations with the P.A. in terms of staff compliance:

a) Preparation and transmission and, in any case, contact with the
competent bodies of the documentation necessary for the
recruitment of personnel belonging to protected categories or
whose recruitment is facilitated;

b) Checks by public officials on compliance with the conditions
required by law for the facilitated hiring of personnel or the hiring of
personnel belonging to protected categories;

c) Management of relations with the competent bodies in the field of
accidents, occupational illnesses, employment;

d) Compilation of contribution and tax returns and payment of social
security and tax contributions;

e) Managing relations with the competent bodies in the event of
inspections/investigations by public officials;

f) Preparation and transmission and, in any case, contact with the
competent bodies, of the documentation necessary for the
activation and execution of the mobility and/or redundancy fund

processes.

e EXpense report management:

a) Management of missions/transfers;

b) Management, control and authorisation of expense reports.

¢ Managing meal vouchers:

a) Assighment, reloading, and termination of e-vouchers for meals.

¢ Managing gas cards:

a) Assignment, reloading, and termination of gas cards.

e Management of privileged information (directly or indirectly) relating to

TERNA S.p.A. and to activities of the Company deemed significant for the

issuer TERNA and/or to operators of the electricity sector that are listed
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issuers or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative objectives

relating to the performance of operations,

communications relating to

merger/spin off operations and new initiatives of particular importance or to

negotiations and/or agreements regarding the acquisition and/or sale of

significant assets, quantitative data relating to the production or import of

energy, M&A activities.

e Management of relations with certification bodies.

B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:

Process

HUMAN
RESOURCES

Risk areas

Staff selection

Management of staff
training and of
relations with the
P.A. for the purpose
of obtaining training
grants/funding

Management of
relations with
the P.A. in
terms of staff
compliance

Expense report
management

Crimes against the
Public
Administration

Articles 24 - 25

Area Area at
at instrumental
direct risk
risk

Corruption

between

individuals

Article 25-ter

Area
at
direct
risk

Area at
instrumental
risk

Tax crimes Organized
crime,
including
transnational

crime

Article 25-
quinquiesdecies

Article 24-ter
Area Area at
at instrumental
direct risk

risk

Crimes
ELEILE
individuals
and in
violation of
the
Consolidated

Law on
Immigration

Articles 25-
quinquies and
25-duodecies

Market
Abuse

Article
258
sexies

Crimes
involving
payment

instruments
other than
cash

Article 25-
octies.1
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Managing

insider
information

Below is a breakdown, for each crime family, of the individual configurable

cases.

» Crimes against the Public Administration (Articles 24 and 25 of Italian

Legislative Decree no. 231/2001):

O

Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);

Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian
Criminal Code);

Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);

Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);

Embezzlement (art. 314, subsection 1, of the Italian Criminal Code,
art. 110 of the Italian Criminal Code);

Embezzlement by profiting from the error of others (art. 316 of the
Italian Criminal Code, art. 110 of the Italian Criminal Code);

Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of
the Italian Criminal Code);

Aggravated fraud to obtain public disbursements (art. 640-bis,

subsection 2, of the Italian Criminal Code);
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o Misappropriation to the detriment of the State (art. 316-bis of the
Italian Criminal Code);
o Undue receipt of disbursements to the detriment of the State (art.
316-ter of the Italian Criminal Code).
Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)

Tax crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.

231/2001):

o Fraudulent tax return through the wuse of invoices or other

documents for non-existent transactions (art. 2 Italian Legislative
Decree no. 74/2000);

o Misrepresentation by other devices (Article 3 of Italian Legislative
Decree no. 74/2000);

o Failure to file (Article 5 of Italian Legislative Decree no. 74/2000);

o Issuing invoices for non-existent operations (Article 8 of Italian
Legislative Decree 74/2000);

o Undue offsetting (Article 10-quater of Italian Legislative Decree no.
74/2000).

Corruption between individuals (Article 25-ter of Italian Legislative Decree
no. 231/2001):

o Corruption between individuals and incitement to Corruption
between individuals (arts. 2635 of the Italian Civil Code and 2635-
bis of the Italian Civil Code).

Crimes against individuals (Article 25-quinquies of Italian Legislative
Decree no. 231/2001):
o Enslavement or servitude (art. 600 of the Italian Criminal Code);

o Human trafficking (art. 601 of the Italian Criminal Code);
o Illegal brokering and exploitation of labour (art. 603-bis of the
Italian Criminal Code).
Undeclared work (Article 25-duodecies of Italian Legislative Decree no.

231/2001).

Market abuse (Article 25-sexies of Italian Leqislative Decree no.

231/2001):
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o Abuse of insider information (art. 184 Italian Consolidated Law on
Financial Intermediation).
» Crimes involving payment instruments other than cash (Art. 25-octies.1 of
Italian Legislative Decree no. 231/2001):
o Unauthorized use and forgery of credit and payment cards (Art.
493-ter of the Italian Criminal Code);

o every other crime against the public trust, property or that violates

property and is stated in the Italian Criminal Code?.

C) Specific control principles

With reference to the Area at Risk "Selection and recruitment of staff”:

- adoption of specific procedures to regulate the staff selection and recruitment
process;

- provision of the prohibition to recruit or make promises of recruitment, as
well as to incentivise by means of promotions, cash bonuses or in any other
form certain employees, if not on the basis of criteria of objectivity,
competence and professionalism. Any action that results in favouritism,

nepotism or cronyism suitable to influence the independence of a public

2 This specifically concerns (i) the following “crimes against public trust”, as per Title VII of the Italian Criminal
Code: Art. 453 of the Italian Criminal Code "forging coins or banknotes, circulating and introducing into the
State, with conspiracy, forged coins or banknotes"; Art. 454 of the Italian Criminal Code “forging coins or
banknotes”; Article 455 of the Italian Criminal Code “circulating and introducing into the State, without
conspiracy, forged coins or banknotes”; Article 457 of the Italian Criminal Code “circulating forged coins or
banknotes received in good faith”; Article 459 of the Italian Criminal Code “forging revenue stamps,
introducing into the State, purchasing, possessing or circulating counterfeit revenue stamps”; Article 460 of the
Italian Criminal Code “counterfeiting watermarked paper used to manufacture public credit notes or revenue
stamps”; Article 461 of the criminal code “manufacturing or possessing watermarks or equipment designed to
forge coins or banknotes, revenue stamps or watermarked paper”; Article 462 of the Italian Criminal Code
“forging public transportation company tickets”; Article 464 of the Italian Criminal Code “using counterfeit or
forged revenue stamps”; Article 465 of the Italian Criminal Code “using forged public transportation company
tickets”; Article 466 of the Italian Criminal Code “forging signs in revenue stamps or used tickets and using
such forged objects”; (ii) the following “Property crimes”, as per Title XIII of the Italian Criminal Code: Article
624 of the Italian Criminal Code “burglary”; Article 624-bis of the Italian Criminal Code “burglary of a residence
and theft”; Article 626 of the Italian Criminal Code “burglary punishable upon complaint of the injured party”;
Article 628 of the Italian Criminal Code “armed robbery”; Article 629 of the Italian Criminal Code “extortion”;
Article 630 of the Italian Criminal Code “kidnapping for extortion”; Article 631 of the Italian Criminal Code;
“usurpation”; Article 640 of the Italian Criminal Code “fraud”; Article 640-bis of the Italian Criminal Code
“aggravated fraud to obtain public funds”; Article 640-bis of the Italian Criminal Code “computer fraud”; Article
644 of the Italian Criminal Code “usury”; Article 646 of the Italian Criminal Code “misappropriation”.
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official or a public service officer or to induce him to ensure any advantage
for the Company is prohibited;

- evident segregation of the functions involved in staff selection and
recruitment activities, from the stage of identifying the need to the stages of
identifying candidates, managing the job offer and formalising the
recruitment;

- adoption of a planning process for the evolution of the Company's workforce,
the cost of managed personnel and external resources;

- execution of contracts based on the current system of proxies and collective
bargaining agreements;

- recognition of remuneration in favour of employees based on the employment
contract executed and subsequent amendments, duly authorised and
approved;

- adequate collection and archiving of all documents relating to applications

and recruitment.

Regarding the "Recruiting and hiring personnel” Risk Area, TAMINI complies with

the following specific control principles:

- existence of formal documents (including Guidelines) that operationally
describe the methods for defining bonuses and incentives to be paid to

employees and managers;

- the process of defining and disbursing MBOs is managed through a special
information system that provides for different levels of authorisation for approval
and guarantees the traceability of the process, which only the delegated persons

can access,

- the calculated incentives are approved by clearly identified entities with

adequate powers of attorney;

- any one-off incentives are approved in compliance with the current

system of powers;
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- authorized amounts are sent to the Management And Expat Payroll
department for senior managers or, for the remaining personnel, to the New
Ways Of Working Program/Personnel Administration department, both of which
are part of the POC department, which a) enters payroll information into the SAP
HR management system; b) sends the entered payroll information to the payroll
supplier (the exchange takes place through automatic flows generated by SAP
HR). The payroll supplier completes the activity by entering data related to
bonuses to be paid in the first available payroll process (paycheck and bank file
handling);

- adoption of a structured process for defining, authorising and verifying the

correct accounting registration and disbursement of the incentives/premiums;

- adequate archiving of the supporting documentation.

Regarding the “Managing personnel training and relationships with the Public

Administration to obtain grants/loans for training purposes” Risk Area, TAMINI

complies with the following specific control principles:

- planning and delivery of training differentiated according to the level and
tasks performed by individual Employees;

- adoption of specific procedures to regulate relations with the P.A. and the
management of public contributions;

- provision for the obligation to:

¢ make statements containing truthful data and information;

e issue, in the case of obtaining the same, a special report;

e ensure that documents, requests and formal communications
addressed to the P.A. are managed and initialled only by persons
previously identified and authorised by the company;

e ensure that the involvement of third parties as consultants is governed
by a specific contract and includes ad hoc contractual clauses aimed at
guaranteeing the commitment to respect the principles contained in
the Code of Ethics, the Model and the Anti-Bribery Guidelines.

- provision of a prohibition on allocating sums received from public bodies by

way of disbursements, contributions or financing for purposes other than
17




those for which they were intended. In particular, those who carry out control
functions on the obligations related to the performance of the aforementioned
activities must pay particular attention to them and immediately report any
situations of irregularities to the VB;

- reporting of the loan, disbursement, contribution received;

- definition of the methods for the management of possible inspection visits by
the lending Entity;

- verification of the training provided and monitoring of the functions that have
received/must receive the training;

- traceability of the training carried out;

- adequate archiving of the documentation supporting the process.

Regarding the "Managing relationships with Trade Unions” Risk Area, TAMINI

complies with the following specific control principles:

- identification of the persons responsible for the management of relations with
trade unions;

- definition of the methods of transmission of the information requested by the
trade unions;

- formalisation of meetings and, at least for the most significant cases, of
meetings and/or communications with such persons;

- adequate archiving of relevant documentation.

Regarding the “Personnel administration” Risk Area, TAMINI complies with the

following specific control principles:

- preparation, registration and filing of all documentation relating to the social
security, insurance and tax treatments of the staff, in order to allow the
reconstruction of the different phases of the process;

- periodic verification of the personal data of Employees entered in SAP;

- use of an external provider for the management of remuneration and the
preparation of pay slips;

- authorisation to pay in compliance with the powers of attorney for the

handling of bank accounts;
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- adoption of a structured process for managing and authorising the
presence/absence of employees;

- periodic verification of the correspondence between the number of staff and
the number of payrolls processed;

- verification of the correct processing of the pay slips and the correct
preparation of the salary payments;

- verification of the correct accounting of the items relating to staff;

- monitoring of salaries paid to management;

- monthly verification of Employee remuneration;

- The remuneration of the Holdings' employees appointed to manage specific
areas in TAMINI is managed directly by the Holding: the activities are
remunerated through a service contract that regulates the applicable
management fees;

- archiving relevant documentation.

Regarding the “"Managing relationships with the Public Administration regarding

personnel requirements” Risk Area, TAMINI complies with the following specific

control principles:

- definition of specific procedures and forecasts for relations with the P.A.;

- controls aimed at ensuring that the documents, requests and formal
communications addressed to the P.A. are managed and initialled only by the
persons previously identified and authorised by the Company;

- obligation to ensure that the involvement of third parties as consultants is
regulated by a specific contract and that it includes ad hoc contractual
clauses aimed at guaranteeing the commitment to comply with the principles
contained in the Code of Ethics, Model and Anti-Bribery Guidelines;

- it is strictly forbidden to:

¢ make cash donations on its own initiative or as a result of solicitation
to public officials and/or public service representatives in order to

obtain an advantage for the Company;
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submit documentation containing data, untrue information and/or
omitting data, information, in order to facilitate the obtaining of

authorisations/securities in favour of the Company.

adoption of procedures to regulate the management of inspections;

in the case of inspections, the areas concerned must operate, in compliance

with the tasks, roles and responsibilities defined by the company organisation

chart, with transparency, fairness and a spirit of collaboration, facilitating the

verification activity and providing, in a complete and correct manner, the

information, data and documentation requested;

as part of the inspections, it is required to:

participate in inspections, investigations and audits carried out by
public officials in at least two persons, one of whom is competent in
the subject matter relevant to the specific case (where possible, public
officials are also assisted by staff of areas other than the one being
inspected in order to avoid intermingling between the inspector and
the direct supervisor that could lead to trust, familiarity and anything
else that could favour undue requests);

be assisted, where necessary or appropriate, by a lawyer;

deal with public officials during inspections through the Company
Representatives of the area involved in the inspection or by individuals
identified by them;

have the Company Representatives involved in the inspection or the
individuals identified by them for the inspection submit all
documentation requested by public officials;

record, in any case, ensure the traceability of the activities carried out
during the inspection, investigation or verification;

have either the Company Representatives involved in the inspection or
the individuals identified by them for the inspection sign all inspection
reports;

keep the minutes and any other records concerning the related

proceedings;
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e promptly inform the VB of any findings and penalties imposed following
visits, inspections and investigations by public officials or Supervisory
Authorities;

- as part of the inspections, it is also strictly forbidden to:

e make cash donations or other benefits, on one's own initiative or
following solicitation, to public officials and/or persons in charge of a
public service, for the purpose of causing them to perform an act
contrary to their official duties or to omit an official act to the benefit of
the Company;

e engage in conduct that materially impedes the performance of the
control activity by the Tax Authorities, by concealing documents and
information requested by the latter, or by providing incomplete,
unclear or misleading documents and information, or that in any way
hinders the mentioned control activity;

e engage in any further conduct that is an obstacle to the performance
of the functions of the tax authorities, including during the inspection
(express opposition, pre textual refusals, or even obstructive or non-
cooperative conduct, such as delaying communications or making
documents available);

- verification of the correct preparation of the tax obligations prepared by the
outsourcer;

- adequate archiving of relevant documentation.

Regarding the “"Managing expense reports” Risk Area, TAMINI complies with the

following specific control principles:

- arranging for the outsourcer to check expense reports submitted by
employees, verifying that, in line with the procedure in force, the amounts
are consistent and the required payment receipts are attached;

- adoption of specific procedures to regulate this process, including the
activities of requesting authorisations, the modalities and timing of travel
booking and the stipulation of a company trade union agreement in this

regard;
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- apart from in the case of an appropriately justified exception, Employees
must use the channels specified by the Company to issue the travel
certificates required for transfers;

- it is prohibited to alter any travel certificates required to complete a transfer
or give them to others;

- reimbursing expenses incurred by employees after they have uploaded
receipts for their expenses to the company portal;

- approval of the expense reports by the direct manager;

- subsequently, the outsourcer shall check that the amounts are in line with
the policy in force and that the appropriate receipts have been provided. In
case of discrepancies, the external provider reports them to the relevant
company functions in order for them to perform a level-two check;

- definition of the methods to ensure the correspondence between the amounts

authorised and the accounting record.

Regarding the “"Managing meal vouchers” Risk Area, TAMINI complies with the

following specific control principles:

- defining the approval process and procedure for issuing, reloading, and
deactivating electronic meal vouchers;
- it is prohibited to falsify or change electronic meal vouchers in any way or

allow unauthorized parties to use them.

Regarding the “Managing gas cards” Risk Area, TAMINI complies with the

following specific control principles:

- defining the approval process and procedure for issuing, reloading, and
deactivating gas cards;

- regulating the process for verifying the consistency between purchases made
with an individual gas card and the kilometers/miles travelled by the car to
which it is associated;

- it is prohibited to falsify or change gas cards in any way or allow

unauthorized parties to use them.
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Regarding the "Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of
market abuse, in line with the provisions of EU law;

- provision for the obligation of prior authorisation of transactions under (b) by
the manager of the competent structure and communication to the VB and
the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

- consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of
persons with access to privileged and potentially privileged information; and
the controls and procedures concerning the disclosure of external
information, the following provisions must be respected:

e Mapping of types of relevant information: in order to promptly fulfil
TERNA'’s obligations to disclose inside information as provided for by

the regulations in force, TAMINI's corporate structures support - in
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relation to activities considered significant for the issuer - the issuer

in identifying and monitoring the types of relevant information.

Processing of insider information: the processing of insider

information must take place in compliance with internal procedures

that must include:

tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

the criteria for qualifying information as insider or intended to
become such;

measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

persons who, by reason of their work or professional activity
or by reason of their duties, have access to inside
information or information intended to become inside
information;

the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant
procedures and prohibitions. Whenever a transaction is
carried out to which inside information is connected, the
persons involved will be entered in the register and will issue

an appropriate signature;

provision of specific information management obligations and disclosure of

external information: TAMINI supports the issuer in the timely fulfilment of
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the information and disclosure obligations of the external information. In
particular, the Company - as the “Competent Organisational Function Inside
Information” (or “FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;
the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:

e the scope of application within the Group;

e the scope of the interested parties (“relevant parties”) and of the

“closely associated persons”;

e the type of transactions involved;

¢ the type of financial instruments covered by the disclosures;

e the timing of communications by the obligated parties;

e the flow of communications;

e the scope of the exempt transactions;

¢ methods of dissemination of information;

¢ the communication scheme that the obligated parties must send to the

issuer.

To this end, TAMINI transmits to the issuer all information necessary for the
fulfilment of the legal obligations envisaged.
Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are

not intended to have. Prompt reporting to the SB is guaranteed if these
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measures are breached in such a way as to make it necessary to disclose
insider information to the public.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(ii) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g., term of the investment, security rating); (iii) if
necessary, the engagement of expert consultants, chosen after verifying their
relevant professional and reputational qualifications in line with TERNA's
procedures.
Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:
e there is a justified reason for them (such as to exclude the hypothesis of
market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;
e information is provided, in any case, to the VB.
o Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.
o Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or

implementation of the decision or in the event of temporary impossibility
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of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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IV. Process at risk of crime no. 2: LEGAL AND CORPORATE AFFAIRS
A) Areas of risk and sensitive activities

In relation to the LEGAL and CORPORATE AFFAIRS process the following risk

areas and sensitive activities have been identified:

¢ Management of the procedures established before the Court Authorities, in

Italy and abroad, and definition of any out-of-court agreements:

a) assignment of professional assignments and consultancy;

b) relationship with parties involved in legal proceedings as
counterparts and witnesses;

Cc) managing disputes with counterparties and striking settlement
agreements;

d) verification of the correct execution of the professional services of
the consultants/lawyers before proceeding with the payment of the

invoices.

e Participation in inspections, investigations and verifications carried out by

representatives of the P.A., reporting, for example, to the Local Health

Authority, Regional Environmental Protection Agency, Tax Police:

a) management of the visit;

b) contact with the representatives of the P.A.;

c) traceability of the documentation/information delivered and
verification of completeness;

d) formalisation of inspection findings.

e Managing corporate obligations and preparing notices addressed to

shareholders or to the general public regarding the Company’s assets or

its economic or financial position, even if different from periodic

accounting documents (financial statements, consolidated financial

statements, quarterly and half-yearly reports, etc.);
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e Management of privileged information (directly or indirectly) relating to

TERNA S.p.A. and to activities of the Company deemed significant for the

issuer TERNA and/or to operators of the electricity sector that are listed

issuers or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative objectives
relating to the performance of operations, communications relating to
merger/spin off operations and new initiatives of particular importance or to
negotiations and/or agreements regarding the acquisition and/or sale of
significant assets, quantitative data relating to the production or import of

energy, M&A activities.

¢ Management of relations with certification bodies.

B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:

Process Crimes against the Corporate crimes Tax crimes Organized crime, Market Incitement not
Public Administration including Abuse to make a

. transnational statement or to
LEGAL AND Article 25-ter Article 25- crime make a false
CORPORATE Articles 24 - 25 quinquiesdecies Article
AFFAIRS 25

statement to a
Judicial
Article 24-ter sexies Authority
Risk areas

Article 25-
decies

Area at Area at Area at Area at Area at Area at
direct instrumental direct instrumental direct instrumental
risk risk risk risk risk risk

Dispute management X
Inspection: X
Corporate requirements

ions
¢
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Below is a breakdown, for each crime family, of the individual configurable

cases.

= Crimes against the Public Administration (Articles 24 and 25 of Italian

Legislative Decree no. 231/2001):

O

Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);

Bribery in judicial proceedings (art. 319-ter of the Italian Criminal
Code);

Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian
Criminal Code);

Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);

Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);

Extortion (art. 317 of the Italian Criminal Code, art. 110 of the
Italian Criminal Code);

Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of
the Italian Criminal Code).

= Corporate crimes (Article 25-ter of Italian Legislative Decree no.

231/2001):

O

O

e}

False corporate communications (art. 2621 Italian Civil Code);
Minor events (art. 2621-bis of the Italian Civil Code);

False corporate communications of listed companies (art. 2622 of
the Italian Civil Code);

Undue return of contributions (art. 2626 Italian Civil Code);

Illegal distribution of profits and reserves (art. 2627 Italian Civil
Code);
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Illegal transactions on shares or quotas of the parent company (art.
2628 Italian Civil Code);

Transactions to the detriment of creditors (art. 2629 Italian Civil
Code);

Failure to communicate a conflict of interest (art. 2629-bis Italian
Civil Code);

Fictitious capital formation (art. 2632 Italian Civil Code);

Undue distribution of corporate assets by liquidators (art. 2633
Italian Civil Code);

Corruption between individuals and incitement to Corruption
between individuals (art. 2635 of the Italian Civil Code and 2635-
bis of the Italian Civil Code);

Illegal influence on the Shareholders' Meeting (art. 2636 Italian
Civil Code);

Stock manipulation (art. 2337 Italian Civil Code);

Obstacle to the exercise of the functions of public supervisory
authorities (art. 2638 of the Italian Civil Code);

Offence of false or omitted declarations for the issue of the
preliminary certificate (Art. 55 Legislative Decree no. 19 of 2 March
2023).

Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)

Market abuse (Article 25-sexies of Italian Leqislative Decree no.

231/2001):

O

Abuse of insider information (art. 184 Italian Consolidated Law on
Financial Intermediation);
Market manipulation (art. 185 Italian Consolidated Law on Financial

Intermediation).

Tax crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.

231/2001):

O

Fraudulent tax return through the use of invoices or other
documents for non-existent transactions (art. 2 Italian Legislative
Decree no. 74/2000);
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o Misrepresentation by other devices (Article 3 of Italian Legislative
Decree no. 74/2000);

o Issuing invoices for non-existent operations (Article 8 of Italian
Legislative Decree 74/2000);

o Concealment or destruction of accounting records (Article 10 of
Italian Legislative Decree no. 74/2000).

= Crime of incitement not to make statements or to make false statements

to judicial authorities (Article 25-decies of Italian Legislative Decree no.

231/2001):

o Incitement not to make statements or to make false statements to
the court authorities (art. 377-bis of the Italian Criminal Code).

C) Specific control principles

With reference to the "Managing proceedings brought before a Judicial Authority

in Italy and abroad and defining any extra-judicial agreements” Risk Area, it is
prohibited to:

- incite persons called upon to make statements before the court authorities,
with violence or threats, not to make statements or to make false
statements;

- offer or promise money or other benefits to people called upon to make
statements before the court authorities in order to induce them not to make
statements or to make false statements;

- have direct relations with the persons called upon to make statements to the

court authorities.

It is also required to:

- avail of the support of the competent structure and a lawyer in the
management of criminal proceedings in which the individual and/or the
Company is under investigation/defendant:

- archive and keep all the documents relevant to the proceedings;
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As regards the sensitive activity relating to “Entrusting of professional

assignments and consultancy”, it is required to:

- formalise and comply with the authorisation procedures provided for
according to the type of service and the amount, as prescribed by the
procedures (e.g. requests for professional appointments and consultancy);

- acknowledge the criteria adopted for the assignment before starting the
selection process;

- ensure rotation among the professionals chosen for the individual types;

- draft the assignments and consultancies in writing, indicating the agreed
remuneration;

- provide a clause in which the same, in the performance of the activities,
undertake not to make donations that exceed the modest value and that can
be interpreted as exceeding normal commercial or courtesy practices, or in
any case aimed at acquiring favourable treatment in the conduct of the
activities themselves;

- fulfil the reporting obligations envisaged by the procedures;

- make a comparison between several offers and justify the choice on the basis
of objective criteria and requirements of professionalism, independence and
competence;

- verify the existence of conflicts of interest;

- verify and record the effective provision of the consultancy;

- verify the correspondence between contract - service provided (e.g.
consulting hours/project milestone) - invoice;

- ensure that invoices payable are only paid against appropriate evidence of
service provision;

- verify the correspondence between invoice and payment;

- to verify ex post that the service has actually been provided in compliance

with the agreed amount.

As regards the sensitive activity relating to "Management of disputes with

counterparts and the execution of settlement agreements”, the Company

Representatives undertake to act in order to guarantee maximum transparency
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and traceability of the decision-making process. To this end, it is required to

comply with the following principles:

- provide for the attribution of ad litem power of attorney to the chosen
external lawyer;

- carry out the preliminary verification on the advisability of proceeding with
the settlement agreement;

- carry out checks on the correspondence between the amounts indicated in
the settlement agreements and those actually paid or received;

- comply with the authorisation procedure for the management of

claims/disputes with counterparts and any credit and/or debit notes.

With reference to the Area at Risk “Participation in inspections, investigations

and verifications carried out by representatives of the P.A.” in addition to what is

expressly provided for by the company procedures that regulate the matter, it is

required to:

- participate in inspections, investigations and audits carried out by public
officials in at least two persons, one of whom is competent in the subject
matter relevant to the specific case (where possible, public officials are also
assisted by staff of areas other than the one being inspected in order to avoid
intermingling between the inspector and the direct supervisor that could lead
to trust, familiarity and anything else that could favour undue requests);

- be assisted, where necessary or appropriate, by a lawyer;

- relations with public officials during inspection visits are managed by the
Company Representatives of the area involved in the inspection or by the
individuals they identify;

- have the Company Representatives involved in the inspection or the
individuals they identify for the inspection present all the documentation
requested by public officials;

- record, in any case, ensure the traceability of the activities carried out during

the inspection, investigation or verification;
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have either the Company Representatives involved in the inspection or the
individuals identified by them for the inspection sign all inspection reports;
keep the minutes and any other records concerning the related proceedings;
promptly inform the VB of any findings and penalties imposed as a result of
visits, inspections and investigations by public officials or Supervisory

Authorities.

It is also strictly forbidden to:

make cash donations or other benefits, on one's own initiative or following
solicitation, to public officials and/or persons in charge of a public service, for
the purpose of causing them to perform an act contrary to their official duties
or to omit an official act to the benefit of the Company;

engage in conduct that materially impedes the performance of the control
activity by the Tax Authorities, by concealing documents and information
requested by the latter, or by providing incomplete, unclear or misleading
documents and information, or that in any way hinders the mentioned control
activity;

engage in any further conduct that is an obstacle to the performance of the
functions of the tax authorities, including during the inspection (express
opposition, pre textual refusals, or even obstructive or non-cooperative

conduct, such as delaying communications or making documents available).

With reference to the Area at Risk “Corporate obligations and preparing notices

addressed to shareholders or to the general public regarding the Company’s

assets or its economic or financial position, even if different from periodic

accounting documents (financial statements, consolidated financial statements,

quarterly and half-yearly reports, etc.)” TAMINI complies with the following

specific control principles:

acquisition - where verification is not possible because the data to be used in
the prospectus originate from external sources - of a statement of veracity
from the persons from whom the information originates;

verification of the suitability on a professional level of the persons responsible

for the preparation of such documents;
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- obligation for each Group company, when collecting the elements necessary
for the preparation of prospectuses, to issue a declaration of truthfulness,
correctness, accuracy and completeness with regard to the information and
data provided;

- carrying out, prior to the commencement of the works for the preparation of
the prospectus, an appropriate training programme for all persons involved in
the activity in question, aimed at making them aware of the relevant
legislation in force and of the concrete cases constituting the offence of false
prospectus, as well as at providing adequate support and technical
information for the purposes of carrying out the activities falling within their
competence;

- it is prohibited to make false statements or omit declarations necessary for
obtaining the preliminary certificate with regard to cross-border

transformations, mergers and divisions.

Regarding the "Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of

market abuse, in line with the provisions of EU law;
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provision for the obligation of prior authorisation of transactions under (b) by
the manager of the competent structure and communication to the VB and
the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of
persons with access to privileged and potentially privileged information; and
the controls and procedures concerning the disclosure of external
information, the following provisions must be respected:

e Mapping of types of relevant information: in order to promptly fulfil
TERNA'’s obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.

e Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

» persons who, by reason of their work or professional activity

or by reason of their duties, have access to inside
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information or information intended to become inside
information;

» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant
procedures and prohibitions. Whenever a transaction is
carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;

provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “Competent Organisational Function Inside
Information” (or “"FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;
the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:

e the scope of application within the Group;

e the scope of the interested parties (“relevant parties”) and of the

“closely associated persons”;
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e the type of transactions involved;

e the type of financial instruments covered by the disclosures;

e the timing of communications by the obligated parties;

e the flow of communications;

e the scope of the exempt transactions;

e methods of dissemination of information;

e the communication scheme that the obligated parties must send to the

issuer.

To this end, TAMINI transmits to the issuer all information necessary for the
fulfilment of the legal obligations envisaged.
Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are
not intended to have. Prompt reporting to the SB is guaranteed if these
measures are breached in such a way as to make it necessary to disclose
insider information to the public.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(i) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g. term of the investment, security rating); (iii) if

necessary, the engagement of expert consultants, chosen after verifying their
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relevant professional and reputational qualifications in line with TERNA's
procedures.
- Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:
e there is a justified reason for them (such as to exclude the hypothesis of
market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;
e information is provided, in any case, to the VB.
. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.
o Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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V. Process at risk of crime no. 3: ADMINISTRATION, FINANCIAL
STATEMENTS AND TAXATION (ASSETS AND LIABILITIES)

A) Areas of risk and sensitive activities

In relation to the ADMINISTRATION, FINANCIAL STATEMENTS and TAXATION
process (ASSETS and LIABILITIES) the following risk areas and sensitive

activities have been identified:

¢ Financial Statements and general accounts:

a)

b)

General accounting records: determination and execution of provisions
for estimated items and other financial statements closing operations;
Recognition, recording and representation of the business activity in
the accounting records, financial statements, reports and other
business documents;

Preparation of the financial statements to be submitted for approval;
Keeping and maintenance of ledgers;

Management, tracking and archiving of mandatory accounting/tax

documentation.

¢ Managing the asset cycle:

a)
b)
)

d)

e)

f)

Management of customer master data;

Registration of sales contracts;

Issuing, accounting and archiving of invoices receivable and credit
notes;

Management of collections;

Reconciliation of credit balances with the shareholders and account
statements;

Archiving the documentation supporting the invoices.

e Managing the liability cycle:

a)
b)

c)

Management of supplier master data;
Verification and recording of invoices and credit notes;

Verifying the provision of services;
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d)
e)

f)

Paying invoices;
Monitoring of invoices to be received and due;

Management of accounting activities for advances paid to suppliers.

Compilation, keeping and storage of tax-relevant accounting records and

preparation of tax returns and related activities; relations with the Italian Tax

Authorities and other relevant authorities:

a)

b)

d)

e)

Performing the calculation of direct and indirect taxes, execution of the
relative payments, preparation and transmission of the relative tax
returns and access to the application of the Italian Tax Authorities; in
particular:

» extraction of accounting data for the purposes of preparing

the accounting statements;

= preparation of income tax returns, verification of the

correctness of the data entered and relative transmission;

* tracking of communications relevant for reporting purposes;

= updating and monitoring of regulatory developments;

» calculation of the tax obligation and related payments.
Preparation and sending of INTRASTAT tax returns and relations with
the Customs and State Monopolies Agency;

Relations with the financial administration in the case of inspections
and controls in tax matters;

Management of relations with the tax authorities for any settlement
procedures (tax assessment settlement, voluntary correction of tax
returns, etc.) and tax disputes;

Transactions relating to activities aimed at obtaining tax credits (e.g.,

Research and Development).

Management of relations with the auditor and/or the external auditing firm;

Preparation of the accounting documents and prospectuses concerning the

Company, intended for the public by law or company decision;

42




Preparing notices addressed to shareholders or to the general public

regarding the Company’s assets or its economic or financial position, even if

different from periodic accounting documents (financial statements,

consolidated financial statements, quarterly and half-yearly reports, etc.);

Management of intercompany relations, with specific reference to the

management of intercompany contracts:

a) Definition of intragroup relations;

b) Enhancement of services;

c) Execution of contracts;

d) Intercompany loans;

e) Verification of the correct execution of the services before proceeding

with payments.

Management of cash flows and relationships with credit institutions and

insurance companies;

Participation in inspections, investigations and verifications carried out by

representatives of the PA, reporting to, for example, the Tax Authorities,

Police:
a) Management of the visit;
b) Contacting PA representatives;
c) Traceability of the documentation/information delivered and
verification of completeness;

d) Formalisation of inspection findings.

Preparation of communications to the public Supervisory Authorities and

management of relations with the same (Tax Authorities, Finance Police,

Italian Communications Authority, etc.).

Management of privileged information (directly or indirectly) relating to TERNA

S.p.A. and to activities of the Company deemed significant for the issuer

TERNA and/or to operators of the electricity sector that are listed issuers or
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listed parent companies: for example, new products/services and markets,

accounting data for the period, forecasts and quantitative objectives relating

to the performance of operations, communications relating to merger/spin off

operations and new initiatives of particular importance or to negotiations

and/or agreements regarding the acquisition and/or sale of significant assets,

quantitative data relating to the production or import of energy,

activities.

e Management of relations with certification bodies.

B) Theoretically Relevant Crimes

M&A

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:

Process Crimes against the
Public

Administration

ADMINISTRATION,
FINANCIAL
STATEMENTS AND
TAXATION (ASSETS
AND LIABILITIES)

Articles 24 - 25

Area Area at
at instrumenta

direc | risk

t risk

Risk areas

Preparing accounting
documents and
reports regarding
TERNA and Group

decision

Preparing notices
addressed to_
shareholders or to the
general public
regarding TERNA's

Corporate crimes Tax crimes Organized
crime,
including
transnationa

I crime

Article 25-ter Article 25-

quinquiesdecies

Article 24-ter
Area at
instrumenta
| risk

Area Area at Area
at instrumenta at
direc | risk direc
t risk t risk

Marke
t
Abuse

Article
25-
sexies

Handling
stolen
goods,
money

laundering
, and using
money,
assets, or
benefits of
illegal
origin, as
well as
self-
laundering

Article 25-
octies

Crimes
involving
payment

instrument

s other

than cash

Article 25-
octies.1




assets or its economic
or financial position
th

Managing
intercompany
relations

Cash flows and
relationships with

credit institutions and

insurance companies

Inspections/inspectio

n visits

Managing insider
information

Management of
relations with_
certification bodies

Below is a breakdown, for each crime

cases.

family, of the individual configurable

= Crimes against the Public Administration (Articles 24 and 25 of Italian

Legislative Decree no. 231/2001):

(0]

Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);

Bribery in judicial proceedings (art. 319-ter of the Italian Criminal
Code);

Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian
Criminal Code);

Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);

Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);
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O

Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of

the Italian Criminal Code).

Corporate crimes (Article 25-ter of Italian Legislative Decree no.

231/2001):

O

O

O

False corporate communications (art. 2621 Italian Civil Code);
Minor events (art. 2621-bis of the Italian Civil Code);

False corporate communications of listed companies (art. 2622 of
the Italian Civil Code);

Undue return of contributions (art. 2626 Italian Civil Code);

Illegal distribution of profits and reserves (art. 2627 Italian Civil
Code);

Illegal transactions on shares or quotas of the parent company (art.
2628 Italian Civil Code);

Transactions to the detriment of creditors (art. 2629 Italian Civil
Code);

Failure to communicate a conflict of interest (art. 2629-bis Italian
Civil Code);

Fictitious capital formation (art. 2632 Italian Civil Code);

Undue distribution of corporate assets by liquidators (art. 2633
Italian Civil Code);

Corruption between individuals and incitement (art. 2635 of the
Italian Civil Code and 2635-bis of the Italian Civil Code);

Illegal influence on the Shareholders' Meeting (art. 2636 Italian
Civil Code);

Stock manipulation (art. 2337 Italian Civil Code);

Obstacle to the exercise of the functions of public supervisory
authorities (art. 2638 of the Italian Civil Code).

Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)

Market abuse (Article 25-sexies of Italian Leqislative Decree no.

231/2001)

e}

Abuse of insider information (art. 184 Italian Consolidated Law on

Financial Intermediation).
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= Receiving, laundering and use of money, goods or utilities of illicit origin,

as _well as self-laundering (Art. 25-octies Italian Legislative Decree no.

231/2001):
o Receiving (art. 648 of the Italian Criminal Code);

o Recycling (art. 648-bis of the Italian Criminal Code);
o Use of money, goods or other benefits of unlawful origin (art. 648-
ter of the Italian Criminal Code);
o Self-laundering (art. 648-ter.1 of the Italian Criminal Code).
» Crimes involving payment instruments other than cash (Art. 25-octies.1 of
Italian Legislative Decree no. 231/2001):

o Unauthorized use and forgery of credit and payment cards (Art.
493-ter of the Italian Criminal Code);

o possessing and distributing equipment, devices, or computer

programs aimed at committing crimes involving payment

instruments other than cash (Article 493-quater of the Italian

Criminal Code);
o every other crime against the public trust, property or that violates
property and is stated in the Italian Criminal Code3.

= Tax crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.

231/2001):

3 This specifically concerns (i) the following “crimes against public trust”, as per Title VII of the Italian Criminal
Code: Art. 453 of the Italian Criminal Code "forging coins or banknotes, circulating and introducing into the
State, with conspiracy, forged coins or banknotes"; Art. 454 of the Italian Criminal Code “forging coins or
banknotes”; Article 455 of the Italian Criminal Code “circulating and introducing into the State, without
conspiracy, forged coins or banknotes”; Article 457 of the Italian Criminal Code “circulating forged coins or
banknotes received in good faith”; Article 459 of the Italian Criminal Code “forging revenue stamps,
introducing into the State, purchasing, possessing or circulating counterfeit revenue stamps”; Article 460 of the
Italian Criminal Code “counterfeiting watermarked paper used to manufacture public credit notes or revenue
stamps”; Article 461 of the criminal code “manufacturing or possessing watermarks or equipment designed to
forge coins or banknotes, revenue stamps or watermarked paper”; Article 462 of the Italian Criminal Code
“forging public transportation company tickets”; Article 464 of the Italian Criminal Code “using counterfeit or
forged revenue stamps”; Article 465 of the Italian Criminal Code “using forged public transportation company
tickets”; Article 466 of the Italian Criminal Code “forging signs in revenue stamps or used tickets and using
such forged objects”; (ii) the following “Property crimes”, as per Title XIII of the Italian Criminal Code: Article
624 of the Italian Criminal Code “burglary”; Article 624-bis of the Italian Criminal Code “burglary of a residence
and theft”; Article 626 of the Italian Criminal Code “burglary punishable upon complaint of the injured party”;
Article 628 of the Italian Criminal Code “armed robbery”; Article 629 of the Italian Criminal Code “extortion”;
Article 630 of the Italian Criminal Code “kidnapping for extortion”; Article 631 of the Italian Criminal Code;
“usurpation”; Article 640 of the Italian Criminal Code “fraud”; Article 640-bis of the Italian Criminal Code
“aggravated fraud to obtain public funds”; Article 640-bis of the Italian Criminal Code “computer fraud”; Article
644 of the Italian Criminal Code “usury”; Article 646 of the Italian Criminal Code “misappropriation”.
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o Fraudulent tax return through the wuse of invoices or other
documents for non-existent transactions (art. 2 Italian Legislative
Decree no. 74/2000);

o Misrepresentation by other devices (Article 3 of Italian Legislative
Decree no. 74/2000);

o Misrepresentation (Article 4 of Italian Legislative Decree no.
74/2000);

o Failure to file (Article 5 of Italian Legislative Decree no. 74/2000);

o Issuing invoices for non-existent operations (Article 8 of Italian
Legislative Decree 74/2000);

o Concealment or destruction of accounting records (Article 10 of
Italian Legislative Decree 74/2000);

o Undue offsetting (Article 10-quater of Italian Legislative Decree no.
74/2000);

o Tax evasion (Article 11 of Italian Legislative Decree no. 74/2000).

C) Specific control principles

Regarding the "Managing the asset cycle” Risk Area, TAMINI complies with the

following specific control principles:

- provision of a structured process for the preparation, review, verification and
approval of the technical and economic offer;

- verification of the correct performance of activities at the customer's
premises;

- registration of the completion of the work with the list of services and date of
execution;

- formal authorisation to start invoicing activities;

- verifying that invoices accurately reflect the work actually performed;

- verifying that the prices reported on invoices are consistent with contractual
amounts;

- verifying that recipients of invoices are the counterparties actually

contractually involved in the relationship;
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verification of the correspondence between the payments received and the
counterparts actually involved in the transactions;

involvement of the tax office/external tax professional to obtain guidance on
particular cases in order to ensure consistency between incoming financial

movements and the resulting accounting and tax effects.

It is also forbidden to issue invoices for services that do not exist in whole or in

part.

Regarding the “Managing the liability cycle” Risk Area, TAMINI complies with the

following specific control principles: :

creating purchase orders (POs) in SAP, entering the contractual conditions,
with the appropriate positions (APS). Upon determining the delivery of goods
or the provision of the service, the project manager shall issue the APS%/EM>
in SAP, and the system will automatically generate the cost verification;

all invoices issued by suppliers in electronic format shall be delivered to the
tax inbox and entered in SAP VIM via the Aruba platform. Once imported, the
operator shall perform a series of checks, or rather verify the contractual
conditions, payment approval, the VAT number, the correct application of tax
withholding, etc. If the outcome is positive, the administrative operator shall
record the invoice;

periodically extracting all invoices from the system and taking adequate
authorization steps on the system. In particular, once the APS/EM is issued,
the project manager shall determine that the service has taken place and
approve the recording of the invoice, and the payment shall be made
according to the contractual conditions. The suppliers office shall create a
payment proposal in the system that is verified through RPA procedures or
through checking the consistency of the information reported in the electronic

invoice (such as amount, date, invoice number, tax withholding, presence of

4 “Procuring Services”
5 “Goods Receiving”
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attachments to the electronic invoice, payment coordinates, payment
conditions) and what is reported in the accounting systems;

SAP VIM will automatically associate the invoices received with the PO. If any
information cannot be found (difficulty reading the PDF, for example), an
individual from the suppliers office manually associates the information;

the Manager of the individual unit shall authorize the payment proposal,
generating the DME file and allowing the Treasury to send the payment
orders to the bank;

involvement of the tax office/external tax professional to obtain guidance on
particular cases in order to ensure consistency between incoming financial

movements and the resulting accounting and tax effects.

With reference to the areas “Financial Statements and General Accounting”,

"Compilation, keeping and preservation of the relevant accounting entries for tax

purposes and preparation of the tax returns and collateral activities; relations

with the CEO and other authorities” and “Preparation of the accounting

documents and the prospectuses concerning the Company, intended for the

public by law or by company decision” TAMINI complies with the following

control principles:

provide criteria and instructions to calculate items requiring valuation, in line
with the applicable laws;

perform checks aimed at determining the correct disclosure of
economic/financial documents and, if inaccuracies are found in the
accounting, provide for the obligation to report them to the competent units;
verify the calculation of direct taxes, based on any further information and
insights provided by the departments involved;

verify the correct preparation of income, IRAP and VAT forms and F24, and
provide for monthly verification and reconciliation of VAT registers;

adoption of administrative and accounting procedures to regulate the roles
and responsibilities, operating methods and key controls of each process;
preparation of an annual closing schedule to be disclosed to all the company

structures involved;
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verification, by the competent area, of the completeness and accuracy of the
documentation and information received provided for in the calendar of
accounting closings;
preparation of a specific administrative procedure in the tax field that assigns
roles, responsibilities and operating methods in the management of tax
obligations that regulates, inter alia, the roles, responsibilities, information
flows towards the tax consultant, controls to be carried out on the tax returns
prepared by the tax consultant, the methods for determining taxes and those
for archiving the documentation produced;
monitoring of tax legislation regarding the changes to the legislation, practice
and tax case law. The changes are preliminarily discussed with the company
structures concerned, with the main purpose of providing common guidelines
in the application of the new provisions;
drafting a document summarising the changes that have taken place
(adapted to the reference company context), which is sent by e-mail to the
structures concerned, in order to coordinate the company's activities with the
regulatory developments of reference;
archiving of the various documents generated within the process, in
compliance with the indications on the place, person responsible and duration
of archiving provided in the reference procedures and with the applicable
regulations;
with reference to tax receivables, the implementation of an ad hoc procedure
that regulates:
e the main stages of the process;
e the players involved;
e the archiving of the documentation generated;
e adequate traceability of the documentation generated in the different
phases of the process in question;
e carrying out checks on the effectiveness of the assets from which the
credit to be deducted in the tax return originates;
e involvement of the tax office/external tax consultant and on the
veracity of the certifications attesting the credit to be used in the

determination of the tax.
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It is also strictly forbidden to:

- manage taxation in @ manner that differs from current legislation;

- indicate or send for processing or inclusion in communications,
false, falsified, incomplete or otherwise untrue data on TERNA's economic,
asset or financial situation;

- represent in the accounts - or transmit for the preparation and
representation in financial statements, reports and prospectuses or other
corporate communications - false, incomplete or, in any case, not
corresponding to reality, on the economic, equity and financial situation of
TERNA and its Subsidiaries;

- record in the accounts transactions at values that are incorrect with
respect to the reference documentation, or with respect to transactions
that do not exist in whole or in part, or without adequate supporting
documentation to allow, firstly, a correct accounting entry and,

subsequently, an accurate reconstruction.

Regarding the "“Managing relationships with the auditor and/or auditing

company” Risk Area, TAMINI complies with the following specific control

principles:

- the selection and management of relations with the external audit
firm and/or the party appointed for the audit are carried out in compliance
with corporate policies and current regulations. In particular, TAMINI
adopts safeguards to ensure compliance with the professional
requirements, incompatibilities and non-transferability envisaged by the

law.

With regard to the “Preparing notices addressed to shareholders or to the

general public regarding the Company’s assets or its economic or financial

position, even if different from periodic accounting documents (financial

statements, consolidated financial statements, quarterly and half-yearly reports,

etc.)” Risk Area, TAMINI complies with the following specific controls:
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acquisition - where verification is not possible because the data to be used in
the prospectus originate from external sources - of a statement of veracity
from the persons from whom the information originates;

verification of the suitability on a professional level of the persons responsible
for the preparation of such documents;

obligation for each company, when collecting the elements necessary for the
preparation of prospectuses, to issue a declaration of truthfulness,
correctness, accuracy and completeness with regard to the information and
data provided;

carrying out, prior to the commencement of the works for the preparation of
the prospectus, an appropriate training programme for all persons involved in
the activity in question, aimed at making them aware of the relevant
legislation in force and of the concrete cases constituting the offence of false
prospectus, as well as at providing adequate support and technical
information for the purposes of carrying out the activities falling within their

competence.

Regarding the “Managing intercompany relations, with specific reference to

intercompany contracts” Risk Area, TAMINI complies with the following specific

control principles:

activities performed on behalf of other Group companies are governed by
specific contracts/service agreements;

transactions with subsidiaries and/or investee companies are assessed to
ensure the technical and economic viability of the transaction;

the economic amount of the services shall valued at the effective market
value;

each transaction shall be adequately formalized (ex: contract, etc.);

contracts are executed in compliance with the system of corporate
powers/proxies;

specific checks shall be performed on intercompany transactions, aimed at
verifying: (i) that there is a formalized contract for all intercompany
transactions which governs the transaction carried out and the agreed

consideration; (ii) that the contractual relationship is substantially consistent
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with the commercial operations actually carried out and their representation
in the accounts;

a check is performed on foreign subsidiaries to determine that they do not
have the power to bind TERNA in relationships with third parties and that all
TERNA personnel seconded to foreign subsidiaries refrain from conducting
business that falls within TERNA’s legal sphere;

a check is performed in order to ensure that TERNA’s operations are separate
from its subsidiaries;

the tax office/external tax advisor is involved to determine that intercompany
transactions comply with tax laws;

a first and second reconciliation of intercompany balances is carried out.

With reference to the Risk Area “Management of cash flows and relationships

with banks and insurance companies” TAMINI complies with the following control

principles:

guaranteeing annual and multi-year financial planning, through the analysis
of investment needs and opportunities, taking care of the related activities of
the management of existing loans, as well as reporting for the Company's
internal and external purposes and also taking care of treasury management
by carrying out the activities related to the movement of corporate current
accounts, ensuring their timely reconciliation with the accounting results;
adopt ad hoc organisational procedures to regulate treasury management
activities and the management of central and peripheral cash desks;

all payments are authorised in compliance with the proxies and powers of
attorney issued;

all payments must be made by means of a bank transfer or other means that
guarantee traceability;

in case of payments to foreign accounts, controls must be in place aimed at
verifying that no payments are made to “numbered” accounts, the current
account indicated by the supplier is not held in a country considered to be
“high risk”;
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selection of insurance brokers of a certain “respectability” shall be the
responsibility of the Purchasing and Procurement department (for the most
part in value) based on applicable law;

specific control are in place aimed at ensuring the correct accounting and tax
treatment of transactions associated with insurance contracts, with reference
to the correspondence of the premiums to the insurance contracts stipulated;
analyses on open entries on suspense bank accounts ordered;

balancing of suspense accounts at banks;

quarterly reconciliation of bank statements;

automatically blocking invoices that show inconsistencies or manually
blocking for other reasons and periodically verifying blocked invoices;
preparation of an Excel file for all payments to be submitted to the
verification and signature of the Administrative Manager, containing all of the
relevant data relating to amount, beneficiary and date;

preparation of a summary file of all executed payments that is stored on the
e-Banking platform;

verification, using bank statements, that all payments included in the file

generated by the system were successfully completed.

It is also strictly forbidden to:

arrange payments or collect money to/from countries on the main
international black lists, without adequate documentation proving the real
and specific need;

making payments or recognising compensation in favour of third parties,
without adequate contractual justification or in any case not adequately

documented, justified and authorised.

With reference to the Area at Risk "“Participation in _inspections, investigations

and verifications carried out by representatives of the P.A.” in addition to what is

expressly provided for by the company procedures that regulate the matter, it is

required to:

participate in inspections, investigations and audits carried out by public

officials in at least two persons, one of whom is competent in the subject
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matter relevant to the specific case (where possible, public officials are also
assisted by staff of areas other than the one being inspected in order to avoid
intermingling between the inspector and the direct supervisor that could lead
to trust, familiarity and anything else that could favour undue requests);

- be assisted, where necessary or appropriate, by a lawyer;

- deal with public officials during inspections through the Company
Representatives of the area involved in the inspection or by individuals
identified by them;

- have the Company Representatives involved the inspection or the individuals
identified by them for the inspection present all the documentation requested
by public officials;

- record, in any case, ensure the traceability of the activities carried out during
the inspection, investigation or verification;

- have either the Company Representatives involved in the inspection or the
individuals identified by them for the inspection sign all inspection reports;

- keep the minutes and any other records concerning the related proceedings;

- promptly inform the VB of any findings and penalties imposed as a result of
visits, inspections and investigations by public officials or Supervisory

Authorities.

It is also strictly forbidden to:

- make cash donations or other benefits, on one's own initiative or
following solicitation, to public officials and/or persons in charge of a
public service, for the purpose of causing them to perform an act contrary
to their official duties or to omit an official act to the benefit of the
Company;

- engage in conduct that materially impedes the performance of the
control activity by the Tax Authorities, by concealing documents and
information requested by the latter, or by providing incomplete, unclear or
misleading documents and information, or that in any way hinders the
mentioned control activity;

- engage in any further conduct that is an obstacle to the

performance of the functions of the tax authorities, including during the
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inspection (express opposition, pre textual refusals, or even obstructive or
non-cooperative conduct, such as delaying communications or making

documents available).

In the Area at Risk "Preparation of communications to the public Supervisory

Authorities and management of relations with the same (Tax Police, Finance

Police, CONSOB, Borsa Italiana, Italian Communications Authority, etc.)" it will

be necessary to pay particular attention to compliance with:

- the provisions of the law and the regulations concerning the
communications, periodic and not, to be sent to the mentioned
Authorities;

- the obligations to transmit to the aforementioned Authorities the
data and documents provided for by the regulations in force or specifically
requested by the aforementioned Authorities (e.g.: financial statements
and minutes of corporate bodies’ meetings);

- the obligations of cooperation to be provided in the course of any
inspections, in compliance with the procedures for the management and
control of communications to public supervisory authorities adopted by

the Holding and implemented by the Company.

The procedures to be observed to ensure compliance with the provisions of the
previous point must comply with the following criteria: a) all the organisational-
accounting interventions necessary to ensure that the process of acquisition and
processing of data and information ensures the correct and complete preparation
of the communications and their timely sending to the Public Supervisory
Authorities, pursuant to the methods and times provided for by sector
regulations; b) adequate evidence of the procedures followed in implementation
of the requirements of the previous point must be given, with particular
reference to the identification of the managers who have proceeded to the
collection and processing of the data and information provided for therein; c)
adequate collaboration by the competent company structures must be ensured,
in the case of inspections carried out by the Authorities in question. In particular,

from time to time for each inspection ordered by the Authorities, a person in
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charge of ensuring the coordination between the employees of the different
company structures for the purpose of the correct performance by the latter of
the activities of their competence must be identified by the company. This
manager also has the task of ensuring coordination between the various
competent corporate offices and the officials of the Authorities, for the purposes
of the acquisition by the latter of the required elements; d) the person in charge
referred to in the previous letter c) will prepare specific information on the
investigation initiated by the Authority, which must be periodically updated in
relation to the developments of the investigation itself and its outcome; this
information must be sent to the VB as well as to the other competent corporate

structures in relation to the subject.

Regarding the "Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of
market abuse, in line with the provisions of EU law;

- provision for the obligation of prior authorisation of transactions under (b) by

the manager of the competent structure and communication to the VB and
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the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of
persons with access to privileged and potentially privileged information; and
the controls and procedures concerning the disclosure of external
information, the following provisions must be respected:

e Mapping of types of relevant information: in order to promptly fulfil
TERNA's obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.

e Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

» persons who, by reason of their work or professional activity
or by reason of their duties, have access to inside
information or information intended to become inside

information;
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» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant
procedures and prohibitions. Whenever a transaction is
carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;

- provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “Competent Organisational Function Inside
Information” (or “"FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;

- the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:

e the scope of application within the Group;

e the scope of the interested parties (“relevant parties”) and of the
“closely associated persons”;

e the type of transactions involved;

e the type of financial instruments covered by the disclosures;
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e the timing of communications by the obligated parties;

e the flow of communications;

e the scope of the exempt transactions;

¢ methods of dissemination of information;

e the communication scheme that the obligated parties must send to the

issuer.

To this end, TAMINI transmits to the issuer all information necessary for the
fulfilment of the legal obligations envisaged.
Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are
not intended to have. Prompt reporting to the SB is guaranteed if these
measures are breached in such a way as to make it necessary to disclose
insider information to the public.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(ii) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g., term of the investment, security rating); (iii) if
necessary, the engagement of expert consultants, chosen after verifying their
relevant professional and reputational qualifications in line with TERNA’s

procedures.
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- Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:
e there is a justified reason for them (such as to exclude the hypothesis of
market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;
e information is provided, in any case, to the VB.
. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.
o Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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VI. Process at risk of crime no. 4: FINANCE AND M&A
A) Areas of risk and sensitive activities

In relation to the FINANCE and M&A process the following risk areas and

sensitive activities have been identified:

e Completion of extraordinary transactions, take over and tender offer rules

enforced internally through articles of association transactions or

transactions of significant importance executed with both third and related

parties:
a) identification of the possible target of the extraordinary

transaction;

b) valuation (through due diligence, opinions, etc.) and analysis of
M&A transactions to assess all possible risks (civil, administrative,
tax, criminal, etc.);

c) authorisation to carry out the transaction and definition of the
quantum;

d) legal assessment (through due diligence, opinions, etc.) and
analysis of M&A transactions to assess all possible risks (civil,
administrative, tax, criminal, etc.);

e) signing of the relevant contracts;

f) management and review of contracts relating to the transaction.

e Treasury management:

a) relationships with banks;
b) management of cash flows (collections and payments);
¢) liquidity management, issue of guarantees, hedging of financial

risks.

e Management of relations with insurance companies (limited to the

definition of compensation).
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e Applying to receive disbursements (for example grants, subsidies, loans,

subsidized loans) from Italian public authorities or from the EU and their

use:
a) Submission of the request/application for funding and the
supporting documentation also through external consultants;
b) participation in on-site audits by the lending Entity both in the
implementation stage and at the end of the activity
c) use of the funds obtained through financing and management of
any adjustments/updates of the activity subject of the subsidised

contribution/financing contract.

e Participation in inspections, investigations and verifications carried out by

representatives of the P.A. reporting to, for example, by Tax Authorities,

Police:
a) management of the visit;
b) contacting PA representatives;
c) traceability of the documentation/information delivered and
verification of completeness;

d) formalisation of inspection findings.

Management of privileged information (directly or indirectly) relating to

TERNA S.p.A. and to activities of the Company deemed significant for the

issuer TERNA and/or to operators of the electricity sector that are listed

issuers or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative objectives
relating to the performance of operations, communications relating to
merger/spin off operations and new initiatives of particular importance or to
negotiations and/or agreements regarding the acquisition and/or sale of
significant assets, quantitative data relating to the production or import of

energy, M&A activities.

Management of relations with certification bodies.
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B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:

Process Crimes against the Corporate crimes Tax crimes Organized Market Handling Crimes
Public crime, including Abuse stolen goods, involving

Administration _ transnational money payment
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Below is a breakdown, for each crime family, of the individual configurable
cases:

» Crimes against the Public Administration (Articles 24 and 25 of Italian
Legislative Decree no. 231/2001):
o Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);
o Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian
Criminal Code);

o Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);
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Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);

Embezzlement (art. 314, subsection 1, of the Italian Criminal Code,
art. 110 of the Italian Criminal Code);

Embezzlement by profiting from the error of others (art. 316 of the
Italian Criminal Code, art. 110 of the Italian Criminal Code);

Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of
the Italian Criminal Code);

Aggravated fraud to obtain public disbursements (art. 640-bis,
subsection 2, of the Italian Criminal Code);

Misappropriation to the detriment of the State (art. 316-bis of the
Italian Criminal Code);

Undue receipt of disbursements to the detriment of the State (art.
316-ter of the Italian Criminal Code).

= Corporate crimes (Article 25-ter of Italian Legislative Decree no.

231/2001):

O

O

O

False corporate communications (art. 2621 Italian Civil Code);
Minor events (art. 2621-bis of the Italian Civil Code);

False corporate communications of listed companies (art. 2622 of
the Italian Civil Code);

Undue return of contributions (art. 2626 Italian Civil Code);

Illegal distribution of profits and reserves (art. 2627 Italian Civil
Code);

Illegal transactions on shares or quotas of the parent company (art.
2628 Italian Civil Code);

Transactions to the detriment of creditors (art. 2629 Italian Civil
Code);

Failure to communicate a conflict of interest (art. 2629-bis Italian
Civil Code);
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o Fictitious capital formation (art. 2632 Italian Civil Code);

o Undue distribution of corporate assets by liquidators (art. 2633
Italian Civil Code);

o Corruption between individuals and incitement (art. 2635 of the
Italian Civil Code and 2635-bis of the Italian Civil Code);

o Illegal influence on the Shareholders' Meeting (art. 2636 Italian
Civil Code);

o Stock manipulation (art. 2337 Italian Civil Code);

o Obstacle to the exercise of the functions of public supervisory
authorities (art. 2638 of the Italian Civil Code);

o Offence of false or omitted declarations for the issue of the
preliminary certificate (Art. 55 Legislative Decree no. 19 of 2 March
2023).

» Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)

= Market abuse (Article 25-sexies of Italian Legislative Decree no.

231/2001):

o Abuse of insider information (art. 184 Italian Consolidated Law on

Financial Intermediation).

= Receiving, laundering and use of money, goods or utilities of illicit origin,

as well as self-laundering (Art. 25-octies Italian Legislative Decree no.

231/2001):
o Receiving (art. 648 of the Italian Criminal Code);

o Recycling (art. 648-bis of the Italian Criminal Code);
o Use of money, goods or other benefits of unlawful origin (art. 648-
ter of the Italian Criminal Code);
o Self-laundering (art. 648-ter.1 of the Italian Criminal Code).
» Crimes involving payment instruments other than cash (Art. 25-octies.1 of
Italian Legislative Decree no. 231/2001):

o Unauthorized use and forgery of credit and payment cards (Art.
493-ter of the Italian Criminal Code);

o Possessing and distributing equipment, devices, or computer

programs _aimed at committing crimes involving payment
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instruments other than cash (Article 493-quater of the Italian

Criminal Code);
o Every other crime against the public trust, property or that violates

property and is stated in the Italian Criminal Code®.

= Tax crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.

231/2001):

o Fraudulent tax return through the use of invoices or other

documents for non-existent transactions (art. 2 Italian Legislative
Decree no. 74/2000);

o Misrepresentation by other devices (Article 3 of Italian Legislative
Decree no. 74/2000);

o Issuing invoices for non-existent operations (Article 8 of Italian
Legislative Decree 74/2000);

o Concealment or destruction of accounting records (Article 10 of
Italian Legislative Decree 74/2000);

o Tax evasion (Article 11 of Italian Legislative Decree no. 74/2000).

C) Specific control principles

¢ This specifically concerns (i) the following “crimes against public trust”, as per Title VII of the Italian Criminal
Code: Art. 453 of the Italian Criminal Code "forging coins or banknotes, circulating and introducing into the
State, with conspiracy, forged coins or banknotes"; Art. 454 of the Italian Criminal Code “forging coins or
banknotes”; Article 455 of the Italian Criminal Code “circulating and introducing into the State, without
conspiracy, forged coins or banknotes”; Article 457 of the Italian Criminal Code “circulating forged coins or
banknotes received in good faith”; Article 459 of the Italian Criminal Code “forging revenue stamps,
introducing into the State, purchasing, possessing or circulating counterfeit revenue stamps”; Article 460 of the
Italian Criminal Code “counterfeiting watermarked paper used to manufacture public credit notes or revenue
stamps”; Article 461 of the criminal code “manufacturing or possessing watermarks or equipment designed to
forge coins or banknotes, revenue stamps or watermarked paper”; Article 462 of the Italian Criminal Code
“forging public transportation company tickets”; Article 464 of the Italian Criminal Code “using counterfeit or
forged revenue stamps”; Article 465 of the Italian Criminal Code “using forged public transportation company
tickets”; Article 466 of the Italian Criminal Code “forging signs in revenue stamps or used tickets and using
such forged objects”; (ii) the following “Property crimes”, as per Title XIII of the Italian Criminal Code: Article
624 of the Italian Criminal Code “burglary”; Article 624-bis of the Italian Criminal Code “burglary of a residence
and theft”; Article 626 of the Italian Criminal Code “burglary punishable upon complaint of the injured party”;
Article 628 of the Italian Criminal Code “armed robbery”; Article 629 of the Italian Criminal Code “extortion”;
Article 630 of the Italian Criminal Code “kidnapping for extortion”; Article 631 of the Italian Criminal Code;
“usurpation”; Article 640 of the Italian Criminal Code “fraud”; Article 640-bis of the Italian Criminal Code
“aggravated fraud to obtain public funds”; Article 640-bis of the Italian Criminal Code “computer fraud”; Article
644 of the Italian Criminal Code “usury”; Article 646 of the Italian Criminal Code “misappropriation”.
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With reference to the Area at Risk "Execution of extraordinary transactions, take

over and tender offer rules enforced internally through articles of association

transactions or transactions of significant importance executed with both third

and related parties"” the Company complies with the following control principles:

conducting capital transactions in compliance with applicable regulations,
with TERNA “Guidelines for the approval of significant transactions and
management of situations of interest” and the “Procedure for Transactions
with Related Parties”;

verification of the completeness and accuracy of accounting entries and
documents received relating to extraordinary transactions;

checks relating to the write-down/revaluation of the shares;

provision of methods for the valuation (through due diligence, opinions, etc.)
and internal analysis of M&A transactions;

carrying out checks on the tax implications deriving from the M&A
transactions to be carried out;

systematic involvement of the tax office or an external tax professional in
order to assess the tax implications of extraordinary transactions;

preparation of appraisals, opinions and any other documentation, in order to
prove the economic reasons underlying the transactions;

prior verification of the asset capacity remaining from a transaction, which
must be such as to satisfy any collection action by the Agency even if not yet
in progress, if the transaction in question involves the reduction of the share
capital or the removal of assets from the corporate sphere;

execution and verification of accounting records relating to the various
transactions (M&A, increases in share capital, sale/lease of business units,
sales, etc.);

guarantee, in the performance of transactions of significant importance
executed with both third parties and related parties, of transparency and
compliance with the criteria of substantive and procedural correctness as well
as the terms and methods of approval provided for by internal regulations;

it is prohibited to make false declarations or omit declarations necessary for
obtaining the preliminary certificate with regard to cross-border

transformations, mergers and divisions.
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With reference to the “Managing the Group treasury” and

A\Y

Managing

relationships with insurance companies (limited to defining compensation)” Risk

Areas, TAMINI complies with the following specific control principles:

guaranteeing annual and multi-year financial planning, through the analysis
of investment needs and opportunities, taking care of the related activities of
the management of existing loans, as well as reporting for the Company's
internal and external purposes and also taking care of treasury management
by carrying out the activities related to the movement of corporate current
accounts, ensuring their timely reconciliation with the accounting results;
adopt ad hoc organisational procedures to regulate treasury management
activities and the management of central and peripheral cash desks;

all payments are authorised in compliance with the proxies and powers of
attorney issued;

all payments must be made by means of a bank transfer or other means that
guarantee traceability;

in case of payments to foreign accounts, controls must be in place aimed at
verifying that no payments are made to “numbered” accounts, the current
account indicated by the supplier is not held in a country considered to be
“high risk”;

selection of insurance brokers of a certain “respectability” shall be the
responsibility of the Purchasing and Procurement department (for the most
part in value) based on applicable law;

specific control are in place aimed at ensuring the correct accounting and tax
treatment of transactions associated with insurance contracts, with reference
to the correspondence of the premiums to the insurance contracts stipulated;
analyses on open entries on suspense bank accounts ordered;

balancing of suspense accounts at banks;

quarterly reconciliation of bank statements;

automatically blocking invoices that show inconsistencies or manually

blocking for other reasons and periodically verifying blocked invoices;
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preparation of an Excel file for all payments to be submitted to the
verification and signature of the Administrative Manager, containing all of the
relevant data relating to amount, beneficiary and date;

preparation of a file summarizing all payments made, which is stored in the
Treasury software program and the corporate ERP system;

verification, using bank statements, that all payments included in the file

generated by the system were successfully completed.

It is also strictly forbidden to:

arrange payments or collect money to/from countries on the main
international black lists, without adequate documentation proving the real
and specific need;

making payments or recognising compensation in favour of third parties,
without adequate contractual justification or in any case not adequately

documented, justified and authorised.

With reference to the Area at Risk “Participation in _inspections, investigations

and verifications carried out by representatives of the P.A.” in addition to what is

expressly provided for by the company procedures that regulate the matter, it is

required to:

participate in inspections, investigations and audits carried out by public
officials in at least two persons, one of whom is competent in the subject
matter relevant to the specific case (where possible, public officials are also
assisted by staff of areas other than the one being inspected in order to avoid
intermingling between the inspector and the direct supervisor that could lead
to trust, familiarity and anything else that could favour undue requests);

be assisted, where necessary or appropriate, by a lawyer;

deal with public officials during inspections through the Company
Representatives of the area involved in the inspection or by individuals
identified by them;
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have the Company Representatives involved the inspection or the individuals
identified by them for the inspection present all the documentation requested
by public officials;

record, in any case, ensure the traceability of the activities carried out during
the inspection, investigation or verification;

have either the Company Representatives involved in the inspection or the
individuals identified by them for the inspection sign all inspection reports;
keep the minutes and any other records concerning the related proceedings;
promptly inform the VB of any findings and penalties imposed as a result of
visits, inspections and investigations by public officials or Supervisory

Authorities.

It is also strictly forbidden to:

make cash donations or other benefits, on one's own initiative or following
solicitation, to public officials and/or persons in charge of a public service, for
the purpose of causing them to perform an act contrary to their official duties
or to omit an official act to the benefit of the Company;

engage in conduct that materially impedes the performance of the control
activity by the Tax Authorities, by concealing documents and information
requested by the latter, or by providing incomplete, unclear or misleading
documents and information, or that in any way hinders the control activity;
engage in any further conduct that is an obstacle to the performance of the
functions of the tax authorities, including during the inspection (express
opposition, pre textual refusals, or even obstructive or non-cooperative

conduct, such as delaying communications or making documents available).

With reference to the Area at Risk "Participation in procedures for obtaining

disbursements, contributions or subsidised loans by Italian or EU public bodies

and their use” it is mandatory to:

make statements containing truthful data and information;

issue, in the case of obtaining the same, a special report;
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- ensure that documents, requests and formal communications addressed to
the P.A. are managed and initialled only by persons previously identified and
authorised by the Company;

- prohibit the allocating amounts received as public funding for purposes other
than those for which they are intended. In particular, those who carry out
control functions on the obligations related to the performance of the
aforementioned activities must pay particular attention to them and
immediately report any situations of irregularities to the VB;

- ensure that the involvement of third parties as consultants is governed by a
specific contract and includes ad hoc contractual clauses aimed at
guaranteeing the commitment to respect the principles contained in the Code
of Ethics, the Model and the Anti-Bribery Guidelines.

Regarding the "Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of
market abuse, in line with the provisions of EU law;

- provision for the obligation of prior authorisation of transactions under (b) by

the manager of the competent structure and communication to the VB and
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the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of
persons with access to privileged and potentially privileged information; and
the controls and procedures concerning the disclosure of external
information, the following provisions must be respected:

e Mapping of types of relevant information: in order to promptly fulfil
TERNA's obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.

e Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

» persons who, by reason of their work or professional activity
or by reason of their duties, have access to inside
information or information intended to become inside

information;
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» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant
procedures and prohibitions. Whenever a transaction is
carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;

- provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “Competent Organisational Function Inside
Information” (or "FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;

- the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:

e the scope of application within the Group;

e the scope of the interested parties (“relevant parties”) and of the
“closely associated persons”;

e the type of transactions involved;

e the type of financial instruments covered by the disclosures;
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e the timing of communications by the obligated parties;

e the flow of communications;

e the scope of the exempt transactions;

¢ methods of dissemination of information;

¢ the communication scheme that the obligated parties must send to the

issuer.

To this end, TAMINI transmits to the issuer all information necessary for the
fulfilment of the legal obligations envisaged.
Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are
not intended to have. Prompt reporting to the SB is guaranteed if these
measures are breached in such a way as to make it necessary to disclose
insider information to the public.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Interna
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(ii) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g., term of the investment, security rating); (iii) if
necessary, the engagement of expert consultants, chosen after verifying their
relevant professional and reputational qualifications in line with TERNA’s

procedures.
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- Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:
e there is a justified reason for them (such as to exclude the hypothesis of
market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;
e information is provided, in any case, to the VB.
. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.
o Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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VII. Process at risk of crime no. 5: INFORMATION & COMMUNICATIONS
TECHNOLOGY (“ICT”

A) Areas of risk and sensitive activities

In relation to the INFORMATION & COMMUNICATIONS TECHNOLOGY process the
following risk areas and sensitive activities have been identified:

e Management of company information systems in order to ensure their

operation and maintenance, the evolution of the IT technological and

application platform as well as IT, physical and logical security:

a) Management of the maintenance of existing systems and

management of data processing activities;

b) IT security management at both a physical and a logical level;

c)

Management of user profiles and the authentication process;

d) Management of the process of creation, processing, archiving of

electronic documents with probative value;

e) Management and protection of the workstation;

f)

Access management from and to the outside;

g) Management of system outputs and storage devices (e.g., USB,

CD);

h) Management and use of company software and related licenses;

Management of company computers and interventions on programs
by Employees/External Collaborators who work in the interest of
the Company.

e Management of information flows to and from the P.A.

e Participation in inspections, investigations and verifications carried out by

representatives of the P.A., reporting to, by way of example, the Finance

Police, Tax Police, Police:

a) Management of the visit;
b) Contacting PA representatives;
c) Traceability of the documentation/information delivered.
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e Management of privileged information (directly or indirectly) relating to

TERNA S.p.A. and to activities of the Company deemed significant for the

issuer TERNA and/or to operators of the electricity sector that are listed

issuers or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative objectives
relating to the performance of operations, communications relating to
merger/spin off operations and new initiatives of particular importance or to
negotiations and/or agreements regarding the acquisition and/or sale of
significant assets, quantitative data relating to the production or import of

energy, M&A activities.

e Management of relations with certification bodies.

B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:

Process Crimes against the Corporate crimes Tax crimes Computer Organized Crimes Crimes of
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bodies

Below is a breakdown, for each crime family, of the individual configurable

cases.

» Crimes against the Public Administration (Articles 24 and 25 of Italian
Legislative Decree no. 231/2001):
o Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);
o Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian

Criminal Code);

o Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);

o Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

o Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

o Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);

o Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of
the Italian Criminal Code);

» Corporate crimes (Article 25-ter of Italian Legislative Decree no.
231/2001):

o Corruption between individuals and incitement to Corruption
between individuals (art. 2635 of the Italian Civil Code and 2635-
bis of the Italian Civil Code);

» Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006):

= Crimes involving payment instruments other than cash (Art. 25-octies.1 of
Italian Legislative Decree no. 231/2001):
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o Possessing and distributing equipment, devices, or computer
programs aimed at committing crimes involving payment
instruments other than cash (Article 493-quater of the Italian
Criminal Code);

o Computer fraud (Article 640-ter.2 of the Italian Criminal Code).
Tax crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.
231/2001):

o Concealment or destruction of accounting records (Article 10 of

Italian Legislative Decree no. 74/2000).
Computer crimes and illegal data processing (Article 24-bis of Italian
Legislative Decree no. 231/2001):

o Unauthorised access to a computer or telecommunications system
(art. 615-ter of the Italian Criminal Code);

o Intercepting, blocking or illegally interrupting computer or

information technology communications (art. 617-quater of the
Italian Criminal Code);

o Installation of devices aimed at intercepting, blocking or
interrupting computer or information technologies communications
(art. 617-quinquies of the Italian Criminal Code);

o Damage of information, data and computer programs (art. 635-bis
of the Italian Criminal Code);

o Damage of information, data and computer programs used by the
State or other public entity or public utilities (art. 635-ter of the
Italian Criminal Code);

o Damaging of information or telecommunication systems (art. 635-
guater of the Italian Criminal Code);

o Damaging of information or telecommunication systems of public
utility (art. 635-quinquies of the Italian Criminal Code);

o Illegal possession and diffusion of access codes to computer or
telecommunication systems (art. 615-quater of the Italian Criminal
Code);

o Dissemination of programs aimed to damage or to interrupt a

computer system (art. 615-quinquies of the Italian Criminal Code);
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o Computer documents (art. 491-bis of the Italian Criminal Code);
= Crimes relating to copyright infringement (Art. 25-novies Italian
Legislative Decree no. 231/2001):

o Making available to the public, in a system of telecommunications

networks, through any type of connection, intellectual property or
part of the same (art. 171, subsection one, letter a-bis, Italian Law
633/1941);

o The crimes included in Article 171, committed on third-party works
not intended for publication, where the honour and reputation of
the third party is harmed (Article 171, section three, of Italian Law
633/1941);

o Unauthorised duplication, for profit, of computer programs; import,
distribution, sale or possession for commercial or entrepreneurial
purposes or rental of programs contained in media not labelled by
the SIAE (Italian Authors and Publishers' Society); preparation of
means to remove or circumvent protection devices for computer
programs (art. 171 bis, subsection 1, Italian Law 633/1941);

o Reproduction, transfer on other media, distribution, communication,
presentation or demonstration in public, of the content of a
database; extraction or reuse of the database; distribution, sale or
lease of databases (art. 171 bis, subsection two, Italian Law
633/1941).

» Market abuse crimes (Article 25-sexies of Italian Legislative Decree no.

231/2001):

o Abuse of insider information (art. 184 Italian Consolidated Law on

Financial Intermediation).

C) Specific control principles

With reference to the “Management of company information systems” and

“Management of information flows to and from the P.A.” Risk Areas, TAMINI

complies with the following specific control principles:
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implementation of the various safeguards relating to cybersecurity in relation
to:

e user profile management and accounting system access restriction;

¢ management and protection of networks;

e physical and logical security management;

e development, maintenance and testing of the IT continuity plan;
access restrictions to the accounting system only for authorised personnel
belonging to the Administration function;
adoption of different levels of qualifications/authorisations, defined on the
basis of the tasks performed;
traceability through logs of the activities carried out by the users in the SAP
accounting system;

performing periodic back-ups, in order to reduce the risk of data loss.

It is also strictly forbidden to:

illegally access the Company's computer or telecommunications system in
order to alter and/or delete data or information;

altering/tampering with/damaging the operation of information or
telecommunications systems in order to procure an advantage or interest for
the company;

unlawfully intervene in any way on data, information or computer programs,
for the sole purpose of procuring an advantage or interest for the Company.
connect to the Group's computer systems, personal computers, peripheral
devices and other equipment or install software without the prior
authorisation of the identified responsible corporate body;

proceed to install software products in breach of contractual user licence
agreements and, in general, of all laws and regulations governing and
protecting copyright;

change the software and/or hardware configuration of fixed or mobile
workstations if not provided for by a company rule or, in other cases, if not
expressly and duly authorised;

acquire, possess or use software and/or hardware tools - except for duly
authorised cases or in cases where such software and/or hardware are used

for monitoring the security of company information systems - which could be
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used abusively to evaluate or compromise the security of information or
telecommunication systems (systems for identifying credentials, identifying
vulnerabilities, decrypting encrypted files, intercepting traffic in transit, etc.);
obtain access credentials to company, customer or third party computer or
telecommunication systems, with methods or procedures different from those
authorised by TAMINI for such purposes;

disclose, transfer or share with personnel, internal or external to TAMINI, and
other Group Companies their credentials for access to the company's systems
and network, customers or third parties;

unauthorised access to a computer system belonging to others - that is to
say, in the possession of other Employees or third parties - as well as access
thereto for the purpose of tampering with or unlawfully altering any data
contained therein;

tampering with, stealing or destroying company, customer or third party
computer assets, including archives, data and programs;

exploit any vulnerabilities or inadequacies in the security measures of the
company's or third party's computer or telecommunication systems, in order
to gain access to resources or information other than those to which one is
authorised to have access, even if such intrusion does not result in damage
to data, programs or systems;

acquire and/or use copyrighted products in breach of the contractual
protections envisaged for the intellectual property rights of others;

illegally accessing the Company's website in order to tamper with or
unlawfully alter any data contained therein, or in order to enter data or
multimedia content (images, infographics, videos, etc.) in breach of copyright
laws and applicable company procedures;

communicate to unauthorised persons, internal or external to the Company,
the controls implemented on the information systems and the methods by
which they are used;

disguising, obscuring or substituting one's identity and sending e-mails
bearing false identities or intentionally sending e-mails containing viruses or
other programs capable of damaging or intercepting data;

spamming as well as any response to it;

84




- sending through a company computer system falsified or, in any way, altered

information or data.

With reference to the Area at Risk "Participation in _inspections, investigations

and verifications carried out by representatives of the P.A.” in addition to what is

expressly provided for by the company procedures that regulate the matter, it is

required to:

- participate in inspections, investigations and audits carried out by public
officials in at least two persons, one of whom is competent in the subject
matter relevant to the specific case (where possible, public officials are also
assisted by staff of areas other than the one being inspected in order to avoid
intermingling between the inspector and the direct supervisor that could lead
to trust, familiarity and anything else that could favour undue requests);

- be assisted, where necessary or appropriate, by a lawyer;

- deal with public officials during inspections through the Company
Representatives of the area involved in the inspection or by individuals
identified by them;

- have the Company Representatives involved the inspection or the individuals
identified by them for the inspection present all the documentation requested
by public officials;

- record, in any case, ensure the traceability of the activities carried out during
the inspection, investigation or verification;

- have either the Company Representatives involved in the inspection or the
individuals identified by them for the inspection sign all inspection reports;

- keep the minutes and any other records concerning the related proceedings;

- promptly inform the VB of any findings and penalties imposed as a result of
visits, inspections and investigations by public officials or Supervisory

Authorities.

It is also strictly forbidden to:
- make cash donations or other benefits, on one's own initiative or

following solicitation, to public officials and/or persons in charge of a
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public service, for the purpose of causing them to perform an act contrary
to their official duties or to omit an official act to the benefit of the
Company;

- engage in conduct that materially impedes the performance of the
control activity by the Tax Authorities, by concealing documents and
information requested by the latter, or by providing incomplete, unclear or
misleading documents and information, or that in any way hinders the
mentioned control activity;

- engage in any further conduct that is an obstacle to the
performance of the functions of the tax authorities, including during the
inspection (express opposition, pre textual refusals, or even obstructive or
non-cooperative conduct, such as delaying communications or making

documents available).

Regarding the “Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of

market abuse, in line with the provisions of EU law;
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provision for the obligation of prior authorisation of transactions under (b) by
the manager of the competent structure and communication to the VB and
the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of
persons with access to privileged and potentially privileged information; and
the controls and procedures concerning the disclosure of external
information, the following provisions must be respected:

e Mapping of types of relevant information: in order to promptly fulfil
TERNA'’s obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.

e Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

» persons who, by reason of their work or professional activity

or by reason of their duties, have access to inside
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information or information intended to become inside
information;

» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant
procedures and prohibitions. Whenever a transaction is
carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;

provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “"Competent Organisational Function Inside
Information” (or “"FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;
the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:

e the scope of application within the Group;

e the scope of the interested parties (“relevant parties”) and of the

“closely associated persons”;
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e the type of transactions involved;

e the type of financial instruments covered by the disclosures;

e the timing of communications by the obligated parties;

e the flow of communications;

e the scope of the exempt transactions;

e methods of dissemination of information;

e the communication scheme that the obligated parties must send to the

issuer.

To this end, TAMINI transmits to the issuer all information necessary for the
fulfilment of the legal obligations envisaged.
Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are
not intended to have. Prompt reporting to the SB is guaranteed if these
measures are breached in such a way as to make it necessary to disclose
insider information to the public.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(ii) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g., term of the investment, security rating); (iii) if

necessary, the engagement of expert consultants, chosen after verifying their
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relevant professional and reputational qualifications in line with TERNA's
procedures.
- Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:
e there is a justified reason for them (such as to exclude the hypothesis of
market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;
e information is provided, in any case, to the VB.
. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.
o Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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VII. Process at risk of crime no. 6: PURCHASES

A) Areas of risk and sensitive activities

In relation to the PURCHASING process the following risk areas and sensitive

activities have been identified:

Management of procedures for the purchase of goods and services:

a)
b)
c)

d)
e)
f)
g)
h)
i)
i)

Definition of the procurement plan;

Formulation of the purchase requests;

Definition of the technical specifications and the procedure to be
established;

Indication of the procedure;

Definition of the award and valuation criteria;

Composition of the tender committee;

Examination of the offers;

Negotiation and award;

Management and execution of the contract;

Management of any disputes.

Assignment of professional assignments and consultancy:

a)
b)
c)
d)

Selection of the professional and external consultant;

Negotiation and preparation of the assignment;

Definition of fees;

Management of relations with the professional and external

consultant in the execution of the contract.

Management of the evaluation and monitoring process of suppliers,

professionals and consultants:

a)
b)

)

Management of the evaluation system;
Defining and verifying the fulfilment of general, technical,
economic-financial, professional, and reputational eligibility
requirements;
Management of the periodic monitoring process.
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e Management of customs procedures:

a) Management of relations with the Customs Authority, including
through third parties to the Company;

b) Preparation and transmission of the documentation required by law;

c) Payment of customs charges and delivery to the customs
authorities of documents relating to the import/export of non-EU
materials;

d) Management of obligations and charges relating to the transit of
intra-EU materials;

e) Contacts with customs agents/officials during inspections or
meetings (including correspondence);

f) Archiving the supporting documentation.

e Management of privileged information (directly or indirectly) relating to

TERNA S.p.A. and to activities of the Company deemed significant for the

issuer TERNA and/or to operators of the electricity sector that are listed

issuers or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative objectives
relating to the performance of operations, communications relating to
merger/spin off operations and new initiatives of particular importance or to
negotiations and/or agreements regarding the acquisition and/or sale of
significant assets, quantitative data relating to the production or import of

energy, M&A activities.

¢ Management of relations with certification bodies.

B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:
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Process Crimes against the Corruption between Tax crimes Handling Organized Crimes Crimes Smuggling
Public individuals stolen crime, with the ELEILT

Administration goods, including objective individuals
PURCHASES Article 25- money transnationa of _andin Article 25-
Article 25-ter quinquiesdecies laundering I crime terrorism violation of sexiesdecie
Articles 24 - 25 » and using or the s
money, subvertin Consolidate
assets, or Article 24-ter g CREVEL sexies
benefits of democrac Immigration
illegal Yy
origin, as
well as Articles 25-
self- Article 25- quinquies and
laundering quater 25-duodecies

Risk areas

Area at Area Area at Area Area at
instrumenta at instrumenta at instrumenta
direc | risk direc | risk
t risk t risk

Article 25-
octies

Procedures

for the
purchase of x x x x x x x x
goods and

services

Assignment
of
professional I I I I 52 52
assignments
and
consultancy:

Evaluation
and
monitoring
of suppliers, X X x x x X
professional
s and
consultants

Management
of customs x x x
procedures

Managing
insider x X
information

Management
of relations
with X X x
certification
bodies

Below is a breakdown, for each crime family, of the individual configurable

cases.

= Instrumental area with regard to Crimes against the Public Administration
(Articles 24 and 25 of Italian Legislative Decree no. 231/2001);
= Receiving, laundering and use of money, goods or utilities of illicit origin,

as well as self-laundering (Art. 25-octies Italian Legislative Decree no.

231/2001):

o Receiving (art. 648 of the Italian Criminal Code);

o Recycling (art. 648-bis of the Italian Criminal Code);
o Use of money, goods or other benefits of unlawful origin (art. 648-
ter of the Italian Criminal Code);
o Self-laundering (art. 648-ter.1 of the Italian Criminal Code).
» Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)
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Crimes for the purpose of terrorism or subversion of democratic order

envisaged by the Italian Criminal Code and special laws (Art. 25-quater
Italian Legislative Decree no. 231/2001);

Tax Crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.

231/2001):

o Fraudulent tax return through the wuse of invoices or other

documents for non-existent transactions (art. 2 Italian Legislative
Decree no. 74/2000);

o Misrepresentation by other devices (Article 3 of Italian Legislative
Decree no. 74/2000);

o Issuing invoices for non-existent operations (Article 8 of Italian
Legislative Decree no. 74/2000).

Corruption between individuals (Article 25-ter of Italian Legislative Decree
no. 231/2001):

o Corruption between individuals and incitement to Corruption
between individuals (art. 2635 of the Italian Civil Code and 2635-
bis of the Italian Civil Code)

Crimes against individuals (Article 25-quinquies of Italian Legislative
Decree no. 231/2001):
o Enslavement or servitude (art. 600 of the Italian Criminal Code);

o Human trafficking (art. 601 of the Italian Criminal Code);
o Illegal brokering and exploitation of labour (art. 603-bis of the
Italian Criminal Code).
Undeclared work (Article 25-duodecies of Italian Legislative Decree no.

231/2001).

Market abuse (Article 25-sexies of Italian Leqislative Decree no.

231/2001):

o Abuse of insider information (art. 184 Italian Consolidated Law on

Financial Intermediation).

Smuggling offences pursuant to Italian Presidential Decree 43/1973 with

reference to the purchase of any non-EU goods.
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C) Specific control principles

With reference to the “Management of procedures for the purchase of goods and

services” TAMINI complies with the following specific control principles:

- all relations with suppliers must be based on the principles of transparency
and integrity and must provide for services and compensation in line with
market practices, ensuring that there are no aspects that may favour the
commission of crimes in Italy or abroad;

- orders/contracts shall contain standard clauses to comply with Italian
Legislative Decree no. 231/2001, the 231 Model, the Code of Ethics, and the
Code of Conduct for fighting corruption, the violation of which may result in
the termination of the contract;

- compliance with the organisational procedures adopted by the Company or
applicable to it, aimed at regulating roles, responsibilities, controls and
operating methods for the performance of the following activities:

e procurement;

e acceptance, production and final tests, controls and inspections;
e evaluation of suppliers;

e administrative and contractual management;

e qualification of suppliers;

¢ management of supplier master data;

- verification of the documents establishing that the supplier's services have
been duly performed and that they correspond to the amount agreed and
stated on the invoice, and consequent management of any discrepancies
found for example and provision for an automatic blocking of payments in the
event of differences between the invoice and the goods received);

- control of the conformity between the contractual relationship entered into
and the commercial transactions actually executed and their accounting
representation;

- preparation of a quarterly report with a summary of the orders made through
the IT platform, divided by cost centre and product code;

- quarterly monitoring by the Supply Chain function of purchasing activities in

order to control the process;
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carrying out a preliminary phase of planning procurement needs and verifying
budget availability;

verification of the documents establishing that the supplier's services have
been duly performed and that they correspond to the agreed amount stated
in the invoice, and subsequent handling of any discrepancies found;

control of the analytical description of the subject matter of the service, and
verification of the correct accounting entry;

performance of periodic checks on the procurement process and on the
purchases made through simplified selection procedures;

maintain evidence of checks carried out, prior to the provision of payment, on
the service received in order to verify its adherence to the contract;
compliance with the authorisation procedures envisaged based on the type of
service and the amount, as prescribed by the procedures;

adequate storage and archiving of the documentation produced;

It is also required to:

act in compliance with the provisions of the “Material procurement and
services” procedure;

ensure transparency in the identification of the award criterion and thus in
the choice of the successful acquirer;

provide, in the event of adoption of the criterion of the most economically
advantageous tender, for evaluation criteria relevant to the nature, purpose
and characteristics of the contract (objective criteria);

perform, in the case of the adoption of the lowest price criterion, a fairness
check of the economic level before awarding the contract to the operator
offering the lowest price;

not to introduce requirements of a subjective nature as criteria for the
evaluation of tenders, unless they directly affect the performance of the
contract;

acquire from the economic operator the documentation required by the

tender procedure used.

It is also required to:
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- formalise and authorise purchase requests;

- verify the existence of conflicts of interest;

- verify and record the effective receipt of the good/provision of the service;

- ensure traceability/evidence of actual service delivery;

- verify the correspondence between order — goods/service received - invoice;

- ensure that invoices received by the Company relating to the purchase of
goods and/or services are only paid against appropriate evidence of actual
receipt of the goods or provision of the service;

- verify the correspondence between invoice and payment.
It is strictly forbidden to:

- entrust works, services and supplies and arrange the related payments
without complying with the form and traceability requirements of the current
regulations on public contracts and the traceability of financial flows, where
applicable;

- approve invoices payable for services that do not exist in whole or in part;

- issue purchase requests that are not reflected in a specific and justifiable
need of the Company and that are not authorised on the basis of the proxies
granted;

- improper and non-transparent behaviour in all activities aimed at managing
the supplier registry, including foreign suppliers;

- making payments or recognising compensation in favour of third parties,
without adequate contractual justification or in any case not adequately

documented, justified and authorised.

With reference to the Area at Risk “Assignment of professional appointments and

consultancy” it is required to:

- verify - before the relevant relationship is established - the commercial,
reputational and professional reliability of the consultants;
- entrusting appointments and consultancies on the basis of the company's

procedures prepared for this purpose;
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formalise and comply with the authorisation procedures provided for
according to the type of service and the amount, as prescribed by the
procedures (e.g. requests for professional appointments and consultancy);
acknowledge the criteria adopted for the assignment before starting the
selection process;

ensure rotation among the professionals chosen for the individual types;

draft the assignments and consultancies in writing, indicating the agreed
remuneration;

provide a clause in which the same, in the performance of the activities,
undertake not to make donations that exceed the modest value and that can
be interpreted as exceeding normal commercial or courtesy practices, or in
any case aimed at acquiring favourable treatment in the conduct of the
activities themselves;

fulfil the reporting obligations envisaged by the procedures;

make a comparison between several offers and justify the choice on the basis
of objective criteria and requirements of professionalism, independence and
competence;

verify the existence of conflicts of interest;

verify and record the effective provision of the consultancy;

verify the correspondence between contract - service provided (e.g.
consulting hours/project milestone) - invoice;

ensure that invoices payable are only paid against appropriate evidence of
service provision;

verify the correspondence between invoice and payment;

verify ex post that the service has actually been provided in compliance with

the agreed amount.

With regard to the Area at Risk "Management of the process for qualifying and

monitoring suppliers, professionals and consultants” TAMINI adheres to the

following control principles:

compliance with the procedure "“Selection, qualification, evaluation of

suppliers”;
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- verify — before the relevant relationship is established - on the commercial,
reputational and professional reliability;

- monitoring of qualified undertakings with a view to verifying, over the three
years of validity of the qualification, the maintenance of the requirements

recognised to undertakings at the time of qualification.

With reference to the Area at Risk "Management of customs procedures” it is

required to provide for:

- identify the function appointed to represent the Company in managing
relationships with the granting Public Administration, which is given a special
proxy and power of attorney;

- give an indication of the tasks of the department responsible for the control
phases of obtaining and managing authorizations, with particular regard for
the actual and rightful prerequisites for submitting the relative request;

- the definition of methods for collecting, verifying and approving the
documentation to be transmitted to the customs authorities for the purpose
of the exact fulfilment of the border rights;

- specific protocols for checking and verifying the truthfulness and correctness
of the documents whose production is necessary to obtain the authorisation
certificates;

- specific information flows between the company departments and the
consultants involved in the activity, in a view of collaboration, mutual
vigilance and coordination;

- the monitoring of regulatory developments in tax and customs matters;

- the definition of how to notify the competent authorities of any irregularities;

- the definition of the procedures for verifying the completeness and
correctness of the documentation to be transmitted to any third parties to the
Company;

- the management of customs clearance procedures and the preparation and
transmission of customs declarations;

- defining how to identify and map purchases from non-EU suppliers, as well as
the main contract terms (INCOTERMS) used;
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- the management of tax obligations concerning intra-EU and extra-EU
import/export transactions;

- the management of customs investigations.

Regarding the "Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of
market abuse, in line with the provisions of EU law;

- provision for the obligation of prior authorisation of transactions under (b) by
the manager of the competent structure and communication to the VB and
the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

- consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of

persons with access to privileged and potentially privileged information; and
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the controls and procedures concerning the disclosure of external

information, the following provisions must be respected:

Mapping of types of relevant information: in order to promptly fulfil
TERNA'’s obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.
Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

» persons who, by reason of their work or professional activity
or by reason of their duties, have access to inside
information or information intended to become inside
information;

» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant

procedures and prohibitions. Whenever a transaction is
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carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;
provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “Competent Organisational Function Inside
Information” (or “FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;
the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:
e the scope of application within the Group;
e the scope of the interested parties (“relevant parties”) and of the
“closely associated persons”;
e the type of transactions involved;
e the type of financial instruments covered by the disclosures;
e the timing of communications by the obligated parties;
e the flow of communications;
e the scope of the exempt transactions;
¢ methods of dissemination of information;
e the communication scheme that the obligated parties must send to the
issuer.
To this end, TAMINI transmits to the issuer all information necessary for the

fulfilment of the legal obligations envisaged.
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Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are
not intended to have. Prompt reporting to the SB is guaranteed if these
measures are breached in such a way as to make it necessary to disclose
insider information to the pubilic.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(i) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g. term of the investment, security rating); (iii) if
necessary, the engagement of expert consultants, chosen after verifying their
relevant professional and reputational qualifications in line with TERNA’s
procedures.
Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:

e there is a justified reason for them (such as to exclude the hypothesis of

market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;

e information is provided, in any case, to the VB.
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. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.

. Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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IX. Process at risk of crime no. 7: COMMERCIAL (INCLUDING THE
MANAGEMENT OF ORDERS)

A) Areas of risk and sensitive activities

e Participation in tender or direct negotiation procedures called by public

bodies, in Italy and abroad, for the assignment of orders (tender, supply or

services), concessions, partnerships, assets (business complexes,

participations, etc.) or other similar transactions:

a) Contact between the company's representatives and the entity in
order to obtain clarifications or specifications regarding the call for tenders
and the type of goods/services needed by the entity;

b) Assessment of the opportunity to participate in the procedure;

C) Preparation of the technical and economic documentation and
subsequent sending of the same for participation in the procedure;

d) Award of the procedure: preparing the required administrative
documents and sending them to the entity;

e) Stipulation and execution of the order;

f) Stipulation of any renewals/extensions and/or revision of the
agreements executed with the entity;

g) Checking the correspondence of credits received;

h) Testing activities;

i) Management of relations with counterparts/agents/brokers and
assessment of the commercial, reputational and professional reliability of
the counterpart;

1)) Relations with possible subcontractors;

k) Archiving relevant documentation.

- Marketing with private entities, in Italy and abroad, of processors,
with particular regard to the negotiation stages:

a) Contact between the company's representatives and the entity in
order to obtain clarifications or specifications regarding the call for tenders

and the type of goods/services needed by the entity;
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b) Assessment of the opportunity to participate in the procedure;

c) Preparation of the technical and economic documentation and
subsequent sending of the same for participation in the procedure;

d) Award of the procedure: preparing the required administrative
documents and sending them to the entity;

e) Stipulation and execution of the order;

f) Stipulation of any renewals/extensions and/or revision of the
agreements executed with the entity;

g) Checking the correspondence of credits received;

h) Testing activities;

i) Management of relations with counterparts/agents/brokers and
assessment of the commercial, reputational and professional reliability of
the counterpart;

j) Relations with possible subcontractors;

k) Archiving relevant documentation.

¢ Relations with partners and agents at a national and international level:

a) Selection and verification of potential partners and commercial
agents;

b) Management of relations with partners and commercial agents;

C) Management and review of the contractualisation of the

relationship;
d) Execution/receipt of services/transactions with partners and agents;

e) Management of cash flows, payments and fees.

e Relations with counterparts, other than partners, with whom TAMINI has

relationships - including through another Group company - for the

identification of business development opportunities:

a) Selection and verification of the commercial, reputational and
professional reliability of counterparts;

b) Management of commercial relations;

C) Management and review of the contractualisation of the

relationship;
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d) Execution/reception of services/operations carried out with
counterparts;

e) Management of cash flows, payments and fees.

e Investment activities and joint venture agreements or other forms of

partnership with Italian and foreign counterparts:

a) Analysis of the asset subject to the investment process;

b) Analysis of the economic adequacy of the investments made in joint
ventures;

c) Management of conflicts of interest;

d) Selection and verification of potential commercial partners;

e) Management of relations with commercial partners;

f) Management and review of the contractualisation of the
relationship;

g) Management of cash flows, payments and fees.

¢ Management of relations with parties that carry out brokering activities

towards representatives of the P.A.:

a) Selection and verification of the commercial, reputational and
professional reliability of counterparts;

b) Management of commercial relations;

c) Management and review of the contractualisation of the

relationship;

d) Execution/reception of services/operations carried out with
counterparts;
e) Management of cash flows, payments and fees.

e Financial or commercial transactions involving TERNA and/or other Group

Companies completed with individuals and legal entities (or their direct or

indirect subsidiaries) residing in at-risk countries identified in the Lists of

Countries and/or individuals or legal entities indicated in the Lists of Names

related to international terrorism, available on the Bank of Italy website and

also issued by the international body known as the Financial Action Task
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Force (FATF-GAFI), which coordinates the fight against money laundering

and financing terrorism:

a) Selection and verification of the commercial, reputational and
professional reliability of counterparts;

b) Management of commercial relations;

C) Management and review of the contractualisation of the
relationship;

d) Execution/reception of services/operations carried out with
counterparts;

e) Management of cash flows, payments and fees.

Management of customs procedures:

a) Management of relations with the Customs Authority, including
through third parties to the Company;

b) Preparation and transmission of the documentation required by law;

c) Payment of customs charges and delivery to the customs authorities
of documents relating to the import/export of non-EU materials;

d) Management of obligations and charges relating to the transit of intra-
EU materials;

e) Contacts with customs agents/officials during inspections or meetings
(including correspondence);

f) Archiving the supporting documentation.

Management of privileged information (directly or indirectly) relating to

TERNA S.p.A. and to activities of the Company deemed significant for the

issuer TERNA and/or to operators of the electricity sector that are listed

issuers or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative objectives
relating to the performance of operations, communications relating to
merger/spin off operations and new initiatives of particular importance or to
negotiations and/or agreements regarding the acquisition and/or sale of
significant assets, quantitative data relating to the production or import of

energy, M&A activities.
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e Management of relations with certification bodies.

B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following

abstractly conceivable offences have been identified:

Process Crimes against the Corruption between Tax crimes Handling il Crimes Smuggling
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Below is a breakdown, for each crime family, of the individual configurable

cases.

= Crimes against the Public Administration (Articles 24 and 25 of Italian

Legislative Decree no. 231/2001):

O

Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);

Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian
Criminal Code);

Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);

Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);

Fraud in public supplies (art. 356 of the Italian Criminal Code);
Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of
the Italian Criminal Code);

Aggravated fraud to obtain public disbursements (art. 640-bis,
subsection 2, of the Italian Criminal Code);

Misappropriation to the detriment of the State (art. 316-bis of the
Italian Criminal Code);

Undue receipt of disbursements to the detriment of the State (art.
316-ter of the Italian Criminal Code).

= Corruption between individuals (Article 25-ter of Italian Legislative Decree

no. 231/2001):

O

Corruption between individuals and incitement to Corruption
between individuals (art. 2635 of the Italian Civil Code and 2635-
bis of the Italian Civil Code).

= QOrganized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)
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Receiving, laundering and use of money, goods or utilities of illicit origin,

as _well as self-laundering (Art. 25-octies Italian Legislative Decree no.

231/2001):
o Receiving (art. 648 of the Italian Criminal Code);

o Recycling (art. 648-bis of the Italian Criminal Code);
o Use of money, goods or other benefits of unlawful origin (art. 648-
ter of the Italian Criminal Code);
o Self-laundering (art. 648-ter.1 of the Italian Criminal Code).
Tax crimes (Article 25-quinquiesdecies of Italian Legislative Decree no.

231/2001):

o Fraudulent tax return through the use of invoices or other

transactions for non-existent transactions (art. 2 Italian Legislative
Decree no. 231/2001);

o Misrepresentation by other devices (Article 3 of Italian Legislative
Decree no. 231/2001);

o Issuing invoices for non-existent operations (Article 8 of Italian
Legislative Decree no. 231/2001).

Crimes for the purpose of terrorism or subversion of democratic order

envisaged by the Italian Criminal Code and special laws (Art. 25-quater
Italian Legislative Decree no. 231/2001);

Crimes against individuals (Article 25-quinquies of Italian Legislative
Decree no. 231/2001):
o Enslavement or servitude (art. 600 of the Italian Criminal Code);

o Human trafficking (art. 601 of the Italian Criminal Code);
o Illegal brokering and exploitation of labour (art. 603-bis of the
Italian Criminal Code).
Undeclared work (Article 25-duodecies of Italian Legislative Decree no.

231/2001).

Market abuse (Article 25-sexies of Italian Legislative Decree no.

231/2001):

o Abuse of insider information (art. 184 Italian Consolidated Law on

Financial Intermediation).
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= Smuggling offences pursuant to Italian Presidential Decree 43/1973 with

reference to the sale of any non-EU goods.

C) Specific control principles

With reference to the Area at Risk “Participation in tenders or direct negotiation

procedures called by public bodies, in Italy and abroad, for the assignment of

orders (tender, supply or services), concessions, partnerships, assets (business

complexes, participations, etc.) or other similar transactions”, it is strictly
forbidden to:

- making cash donations on one's own initiative or as a result of solicitation to
public officials and/or persons in charge of a public service;

- submit documentation containing data, untrue information and/or
omitting data, information, in order to make the Company obtain the
award of the tender;
- entrust works, services and supplies and arrange the related
payments without complying with the form and traceability requirements
of the current regulations on public contracts and the traceability of

financial flows, where applicable;
It is required to:

- ensure that the performance relationship with the public entity is always
verifiable through adequate and complete documentation also defining any
obligations/rights of the parties;

- verify that the documents and formal communications (which are addressed
to the PA) produced during the course of the tender procedure are handled
and signed only by the persons previously identified and authorised by the
company;

- ensure traceability of decision-making phases and authorisation levels so that

they can always be reconstructed through deeds and internal documentation.

It is also required to comply with:
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- the segregation of the functions responsible for the preparation and
presentation of the offer, execution of the contract and invoicing and
settlement of charges;

- specific forms of checking the fairness of the bids submitted, graded
according to the type and size of the contractual activity;

- when defining the offer, a system of controls suitable to avoid the
risk of production to the P.A. of incomplete or inaccurate documents that
attest, contrary to the truth, the existence of the conditions or the
essential requirements

- to participate in the tender and/or for the award of the assignment;
- the identification of the function in charge of representing the
Company vis-a- vis the P.A. during the management of the contract, to
which the appropriate power of attorney shall be conferred, establishing
specific forms of periodic reporting of the activity carried out towards the
head of the function competent to manage such relations, who shall report

anomalous situations to the Vigilance Body;

The Company also complies with the following control principles:

- verification of the correspondence of the credits received and the
counterparts actually involved in the transactions;

- involvement of the tax office/external tax professional to obtain guidance on
particular cases in order to ensure consistency between incoming financial
movements and the resulting accounting and tax effects;

- filing of all documentation produced in the context of the process;

- preparation of a structured process for the review, verification and approval
of the technical and economic offer of a tender;

- registration of the completion of the work with the list of services and date of
execution;

- all partnerships are defined through contractual relationships and signed on
the basis of the system of powers and proxies in force in the company;

- filing of all documentation produced in the context of the process.
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With reference to the Area at Risk “Marketing with private parties, in Italy and

abroad, of processors, with particular regard to the negotiation phases” the

Company complies with the following control principles:

o all relationships with counterparties/agents/brokers must be guided
by the principles of transparency and integrity and must involve services
and fees that are in line with market practices, ensuring that there are no
aspects which could encourage the commission of crimes in Italy or
abroad;

o timely identification of the players involved in the process in
question and, in particular, of the counterparts;

o verification — before the relevant relationship is established — of
the counterparty’s commercial, reputational, and professional reliability;

o adoption of company procedures that specifically regulate the
following activities related to commercial agents/ brokers:

o definition of the service requirement;

o Identification and criteria for choosing the sales promoter/advisor;

o maximum percentages of commissions;

o contractualisation;

o monitoring and evaluation of the performance;

o the payment of invoices must be preceded by a verification activity
concerning (i) verification of service provision and compliance

o with respect to the contractual agreements, (ii) consistency of the
invoice with what is defined in the contract and with the amount reported
therein and issue of the approval for the payment of the invoices, iii) on
the correspondence between the recipients of the invoice and the
contractual counterparts;

o verification of the correspondence of the credits received and the
counterparts actually involved in the transactions;

o involvement of the tax office/external tax professional to: i) obtain
indications on particular cases in order to guarantee consistency between
the incoming financial movement and the relative accounting and tax
effects that derive from it; ii) evaluate the tax implications of

extraordinary transactions;
114




o filing of all documentation produced in the context of the process;
. preparation of a structured process for the review, verification and

approval of the technical and economic offer of a tender;

o registration of the completion of the work with the list of services
and date;

. execution;

o preparation of appraisals, opinions and any other documentation, in
order to

o prove the economic reasons underlying the transactions;

With reference to the Area at Risk "Relations with partners at national and

international level” the Company complies with the following control principles:

all relations with Partner must be based on the principles of transparency and

integrity and must provide for services and compensation in line with market

practices, ensuring that there are no aspects that may favour the commission

of crimes in Italy or abroad;

- verify - before the relevant partnership relationship is established - the
commercial, reputational and professional reliability of the counterpart;

- all partnerships are defined through contractual relationships and signed on
the basis of the system of powers and proxies in force in the company;

- verification of the correspondence of the credits received and the
counterparts actually involved in the transactions;

- timely identification of the persons qualifying as partners;

- preparation of procedures describing the main stages of the process, the
players involved and the related areas of intervention and responsibility;

- take action in the event of negative perceptions and/or reports concerning
the honourability of third parties with whom one interacts;

- adoption of adequate archiving of the documentation generated in the
various phases of the process;

- carrying out checks on the actual execution/reception of transactions with

partners;

115




performance of checks on the compliance of the transactions carried out with
respect to the contractual agreements;

provision for checks aimed at ascertaining the consistency between the
invoices received or issued and the transactions with the partners actually
carried out, as well as the correctness of the amounts and the value added

tax.

It is also strictly forbidden to:

perform/receive services in favour of counterparts that do not find adequate
justification in the context of the associative relationship established with
them, as well as with respect to what is actually carried out;

entrust works, services and supplies and arrange the related payments
without complying with the form and traceability requirements of the current
regulations on public contracts and the traceability of financial flows, where
applicable;

making payments or recognising compensation in favour of third parties,
without adequate contractual justification or in any case not adequately
documented, justified and authorised;

make payments to counterparts in countries other than those where the
counterpart has its registered office or has carried out operational activities
or in favour of parties other than those who have rendered the service;
improper and non-transparent behaviour in all activities aimed at managing

the supplier registry, including foreign suppliers.

With reference to the Area at Risk "Relations with counterparts, other than

partners, with whom TAMINI has relationships — including through other Group

companies — for the identification of business development opportunities” and

"Management of relations with parties that carry out brokering activities towards

representatives of the PA” the Company complies with the following control

principles:

all relations with counterparts must be based on the principles of

transparency and integrity and must provide for services and compensation
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in line with market practices, ensuring that there are no aspects that may
favour the commission of crimes in Italy or abroad;
timely identification of the players involved in the process in question and, in
particular, of the counterparts;
verification — before the relevant relationship is established — of the
counterparty’s commercial, reputational, and professional reliability;
adoption of company procedures that specifically regulate the following
activities related to commercial agents/ brokers:

e definition of the service requirement;

e Identification and criteria for choosing the sales

e agent/consultant;

¢ maximum percentages of commissions;

e contractualisation;

¢ monitoring and evaluation of the performance;
the payment of invoices must be preceded by a verification activity
concerning verification of the performance; (ii) consistency of the invoice with
what is defined in the contract and with the amount reported therein and
issue of the approval for the payment of the invoices; iii) on the
correspondence between the recipients of the invoice and the contractual
counterparts;
verification of the correspondence of the credits received and the
counterparts actually involved in the transactions;
involvement of the tax office/external tax professional to obtain guidance on
particular cases in order to ensure consistency between incoming financial
movements and the resulting accounting and tax effects;
filing of all documentation produced in the context of the process;
registration of the completion of the work with the list of services and date of
execution;
preparation of appraisals, opinions and any other documentation, in order to
prove the economic reasons underlying the transactions;
prior verification of the asset capacity remaining from a transaction, which
must be such as to satisfy any collection action by the Agency even if not yet

in progress, if the transaction in question involves the reduction of the share
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capital or the removal of assets from the corporate sphere.

It is also strictly forbidden to:

- perform services in favour of counterparts that do not find adequate
justification in the context of the associative relationship established with the
same, as well as with respect to what is actually carried out;

- entrust works, services and supplies and arrange the related payments
without complying with the form and traceability requirements of the current
regulations on public contracts and the traceability of financial flows, where
applicable;

- recognise fees in favour of agents and/or commercial brokers that are not
adequately justified in relation to the type of task to be performed, local
practices and market prices, as well as in relation to the service actually
performed;

- making payments or recognising compensation in favour of third parties,
without adequate contractual justification or in any case not adequately
documented, justified and authorised;

- make payments to counterparts in countries other than those where the
counterpart has its registered office or has carried out operational activities

or in favour of parties other than those who have rendered the service.

With reference to the Area at Risk "“Investment activities and joint venture

agreements or other forms of partnership with Italian and foreign counterparts”,

the Company Representatives undertake to comply with the principles of

professionalism, transparency and fairness, through:

- a thorough analysis of the asset subject to the investment process, carrying
out appropriate due diligence activities whose results are adequately reflected
in the contractual provisions;

- identification and monitoring of any conflicts of interest;

- the involvement of several structures within the negotiation process and

subsequent execution of the agreements.
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The Company also complies with the following control principles:
- all relationships with counterparties/agents/brokers must be guided
by the principles of transparency and integrity and must involve services
and fees that are in line with market practices, ensuring that there are no
aspects which could encourage the commission of crimes in Italy or
abroad;
- timely identification of the players involved in the process in
question and, in particular, of the counterparts;
- verification — before the relevant relationship is established — of
the counterparty’s commercial, reputational, and professional reliability;
- the payment of invoices must be preceded by a verification activity
concerning verification of the performance; (ii) consistency of the invoice
with what is defined in the contract and with the amount reported therein
and issue of the approval for the payment of the invoices; iii) on the
correspondence between the recipients of the invoice and the contractual
counterparts;
- verification of the correspondence of the credits received and the
counterparts actually involved in the transactions;
- involvement of the tax office/external tax professional to: i) obtain
indications on particular cases in order to guarantee consistency between
the incoming financial movement and the relative accounting and tax
effects that derive from it; ii) evaluate the tax implications of
extraordinary transactions.
- filing of all documentation produced in the context of the process;
- preparation of a structured process for the review, verification and
approval of the technical and economic offer of a tender;
- registration of the completion of the work with the list of services
and date of execution;
- preparation of appraisals, opinions and any other documentation, in
order to prove the economic reasons underlying the transactions;
- prior verification of the asset capacity remaining from a transaction,

which must be such as to satisfy any collection action by the Agency even
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if not yet in progress, if the transaction in question involves the reduction
of the share capital or the removal of assets from the corporate sphere;

- all partnerships are defined through contractual relationships and
signed on the basis of the system of powers and proxies in force in the

company.

It is also strictly forbidden to:

perform/receive services in favour of counterparts that do not find adequate
justification in the context of the associative relationship established with
them, as well as with respect to what is actually carried out;

entrust works, services and supplies and arrange the related payments
without complying with the form and traceability requirements of the current
regulations on public contracts and the traceability of financial flows, where
applicable;

recognise fees in favour of agents and/or commercial brokers that are not
adequately justified in relation to the type of task to be performed, local
practices and market prices, as well as in relation to the service actually
performed;

making payments or recognising compensation in favour of third parties,
without adequate contractual justification or in any case not adequately
documented, justified and authorised;

make payments to counterparts in countries other than those where the
counterpart has its registered office or has carried out operational activities

or in favour of parties other than those who have rendered the service.

With regard to the “Financial or commercial transactions involving TERNA and/or

other Group Companies completed with individuals and legal entities (or their

direct or indirect subsidiaries) residing in at-risk countries identified in the Lists

of Countries and/or _individuals or legal entities indicated in the “Nominative

Lists” related to international terrorism accessible on the Bank of Italy website

and also issued by the international body the Financial Action Task Force (FATF-

GAFI) which coordinates the fight against money laundering and the financing of

terrorism” TERNA adheres to the following control principles:

- compliance with the Trade Compliance Policy;
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- compliance with the procedures adopted by the Group in the field of
Export Controls;
- compliance with procedures regarding selection, qualification and
evaluation of suppliers;
any financial transaction must presume the knowledge of the beneficiary, at
least directly, of the relevant sum;
significant transactions must be concluded with natural and legal persons to
whom suitable checks, controls and verifications have been previously carried
out (e.g., presence on the Lists; personal references; etc.);
in the event that TAMINI involves in its transactions subjects whose names
are contained in the Lists or who are known to be controlled by subjects
contained in the Lists, comply with the provisions of the Trade Compliance
Policy and the company procedures in the field of Export Controls. The SB
must be informed by PIC of any at-risk transactions;
in the event that anomalous transactions are proposed within the scope of
the Company, the VB must be promptly informed;
contracts with external collaborators must contain a specific declaration,
pursuant to the scheme provided for by the company procedures and/or the
indications of the VB, which shows that the parties fully acknowledge the
mutual commitment to mark the behaviours aimed at the implementation of
the common initiative to principles of transparency and fairness and in the
strictest compliance with the provisions of the law. If in the negotiation of a
contract a counterpart refuses to sign the contractual clauses proposed by
TAMINI or proposes in turn unacceptable clauses, the ALG structure must be
immediately involved which, if the criticality persists, will promptly inform the
Vigilance Body;
in the event that the Company, for the performance of the aforementioned
activity, makes use of agents for the promotion or representation for the
conclusion of contracts, special precautions must be taken to ascertain the
professional and reputational reliability of such persons. In particular, it is
necessary to proceed with the Sanity Check and provide for ad hoc
contractual clauses containing the commitment to comply with the

procedures adopted by the Company in terms of Trade Compliance and
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Export Controls as well as the principles contained in the Code of Ethics and
Model 231; the data collected regarding relations with customers and
external collaborators must be complete and updated, both for the correct
and timely identification of the same, and for a valid evaluation of their

profile.

With reference to the Area at Risk “Management of customs procedures” it is

required to provide for:

- the indication of the function appointed to represent the Company vis-a-vis
the grantor P.A., to which to confer a specific proxy and power of attorney;

- an indication of the tasks of the department responsible for checking the
stages of obtaining and managing the authorisation certificates, with
particular regard to the factual and legal conditions for submitting the
relevant application;

- the definition of methods for collecting, verifying and approving the
documentation to be transmitted to the customs authorities for the purpose
of the exact fulfilment of the border rights;

- specific protocols for checking and verifying the truthfulness and correctness
of the documents whose production is necessary to obtain the authorisation
certificates;

- specific information flows between the company departments and the
consultants involved in the activity, in a view of collaboration, mutual
vigilance and coordination;

- the monitoring of regulatory developments in tax and customs matters;

- the definition of how to notify the competent authorities of any irregularities;

- the definition of the procedures for verifying the completeness and
correctness of the documentation to be transmitted to any third parties to the
Company;

- the management of customs clearance procedures and the preparation and
transmission of customs declarations;

- defining how to identify and map purchases from non-EU suppliers, as well as
the main contract terms (INCOTERMS) used;
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- the management of tax obligations concerning intra-EU and extra-EU
import/export transactions;

- the management of customs investigations.

With reference to the Area at Risk "Management of insider information”, the

following procedures and control points must be respected:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of
market abuse, in line with the provisions of EU law;

- provision for the obligation of prior authorisation of transactions under (b) by
the manager of the competent structure and communication to the VB and
the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

- consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of

persons with access to privileged and potentially privileged information; and
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the controls and procedures concerning the disclosure of external

information, the following provisions must be respected:

Mapping of types of relevant information: in order to promptly fulfil
TERNA'’s obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.
Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

*» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

= persons who, by reason of their work or professional activity
or by reason of their duties, have access to inside
information or information intended to become inside
information;

» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant

procedures and prohibitions. Whenever a transaction is
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carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;
provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “"Competent Organisational Function Inside
Information” (or “FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;
the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:
e the scope of application within the Group;
e the scope of the interested parties (“relevant parties”) and of the
“closely associated persons”;
e the type of transactions involved;
e the type of financial instruments covered by the disclosures;
e the timing of communications by the obligated parties;
e the flow of communications;
e the scope of the exempt transactions;
¢ methods of dissemination of information;
e the communication scheme that the obligated parties must send to the
issuer.
To this end, TAMINI transmits to the issuer all information necessary for the

fulfilment of the legal obligations envisaged.
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Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) to prevent unauthorized individuals, including internal ones, from
coming into possession of documents containing information they are not
intended to have. Prompt reporting to the SB is guaranteed if these measures
are breached in such a way as to make it necessary to disclose insider
information to the pubilic.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(ii) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g., term of the investment, security rating); (iii) if
necessary, the engagement of expert consultants, chosen after verifying their
relevant professional and reputational qualifications in line with TERNA’s
procedures.
Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:

e there is a justified reason for them (such as to exclude the hypothesis of

market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;

e information is provided, in any case, to the VB.
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. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.

. Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the Area at Risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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X. Process at risk of crime no. 8: MANUFACTURING AND PRODUCTION
OF TRANSFORMERS

A) Areas of risk and sensitive activities

In relation to the process of PRODUCTION and CONSTRUCTION OF
TRANSFORMERS the following risk areas and sensitive activities have been
identified:

e Production, construction and transport of transformers and related

equipment:
a) Managing the requirements established by Italian Legislative Decree

81/2008 on occupational health and safety;
b) Managing environmental and landscape requirements (potential
impacts on biodiversity, air quality, water quality, soil, subsoil,

ecosystem, and flora and fauna and waste management, etc.).

e On-site installation, maintenance and technical assistance of the

transformers with Company personnel or with the presence of external

labour, also with the overlapping of interventions of one or more

contractors:
a) Managing the requirements established by Italian Legislative Decree
81/2008 on occupational health and safety;
b) Managing environmental and landscape requirements (potential
impacts on biodiversity, air quality, water quality, soil, subsoil,

ecosystem, and flora and fauna and waste management, etc.).

e Relations with public bodies during the implementation/maintenance

activities and participation in inspections, investigations and verifications

carried out by representatives of the P.A., reporting to, for example, Local

Health Authority, Regional Environmental Protection Agency, Tax Police,

Police:
a) Management of the visit;
b) Contacting PA representatives;
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c) Traceability of the documentation/information delivered and
verification of completeness;

d) Formalisation of inspection/meeting findings.

e Management of privileged information (directly or indirectly) relating to

TERNA and to activities of the Company deemed significant for the issuer

TERNA and/or to operators of the electricity sector that are listed issuers

or listed parent companies: for example, new products/services and

markets, accounting data for the period, forecasts and quantitative
objectives relating to the performance of operations, communications
relating to merger/spin off operations and new initiatives of particular
importance or to negotiations and/or agreements regarding the acquisition
and/or sale of significant assets, quantitative data relating to the

production or import of energy, M&A activities.

e Management of relations with certification bodies.

B) Theoretically Relevant Crimes

With reference to the risk areas/sensitive activities indicated above, the following
abstractly conceivable offences have been identified:
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Below is a breakdown, for each crime family, of the individual configurable

cases.

» Crimes against the Public Administration (Articles 24 and 25 of Italian
Legislative Decree no. 231/2001):
o Corruption (Articles 318, 319, 319-bis, 320, 321, 322 and 322-bis
of the Italian Civil Code);
o Fraud to the detriment of the State or other Public Entity (art. 640,
subsection 2, of the Italian Criminal Code, art. 110 of the Italian

Criminal Code);

o Fraud to the detriment of the State or other Public Body (art. 640,
subsection 2, of the Italian Criminal Code);

o Computer fraud to the detriment of the State or other Public Body
(Art. 640-ter of the Italian Criminal Code);

o Undue incitement to give or promise benefits (art. 319-quater of
the Italian Criminal Code);

o Trafficking in illicit influences (art. 346-bis of the Italian Criminal
Code);

o Abuse of office (art. 323 of the Italian Criminal Code, art. 110 of
the Italian Criminal Code).

» Corruption between individuals (Article 25-ter of Italian Legislative Decree
no. 231/2001):
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o Corruption between individuals and incitement to Corruption
between individuals (art. 2635 of the Italian Civil Code and 2635-
bis of the Italian Civil Code).

Organized crime (Article 24-ter of Italian Legislative Decree 231/2001)

including transnational crime (Italian Law 146/2006)

Crimes against individuals (Article 25-quinquies of Italian Legislative
Decree no. 231/2001):
o Enslavement or servitude (art. 600 of the Italian Criminal Code);

o Human trafficking (art. 601 of the Italian Criminal Code);
o Illegal brokering and exploitation of labour (art. 603-bis of the
Italian Criminal Code);
Undeclared work (Article 25-duodecies of Italian Legislative Decree no.

231/2001)

Manslaughter or serious or very serious injuries committed in breach of

the requlations for the protection of health and safety at work (art. 25-

septies)

Market abuse (Article 25-sexies of Italian Leqgislative Decree no.

231/2001):

o Abuse of insider information (art. 184 Italian Consolidated Law on

Financial Intermediation).
Environmental crimes (Article 25-undecies of Italian Legislative Decree no.

231/2001):

o Environmental pollution (art. 452-bis of the Italian Criminal Code);

o Environmental disaster (art. 452-quater of the Italian Criminal
Code);

o Involuntary crimes against the environment (art. 452-quinquies of
the Italian Criminal Code);

o Traffic and abandonment of highly radioactive materials (art. 452-
sexies of the Italian Criminal Code);

o Aggravating circumstances (art. 452-octies of the Italian Criminal
Code);
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Killing, destroying, capturing, taking or keeping specimens of
protected wild animal or plant species (art. 727-bis of the Italian
Criminal Code);

Destruction or deterioration of habitats within a protected site ( art.
733-bis of the Italian Criminal Code);

Criminal penalties (Article 137 of Italian Legislative Decree
152/2006);

Unauthorized waste management activities (Article 256 of Italian
Legislative Decree 152/2006);

Site reclamation (Article 257 of Italian Legislative Decree
152/2006);

Breach of reporting obligations, mandatory record keeping and
forms (Art. 258 Italian Legislative Decree no. 152/2006);

Illegal waste trafficking (Article 259 of Italian Legislative Decree
152/2006);

Organized activities for illegal waste trafficking (Article 260 of
Italian Legislative Decree 152/2006, repealed and replaced by
Article 452-quaterdecies of the Italian Criminal Code);

Waste tracking computer systems (Article 260-bis of Italian
Legislative Decree 152/2006);

Penalties (Article 279 of Italian Legislative Decree 152/2006);
Discontinuation and reduction of the use of harmful substances (art.
3 Italian Law 549/1993).

Crimes against cultural heritage (Articles 25-septiesdecies and 25-

duodevicies of Italian Legislative Decree no. 231/2001):

O

Misappropriation of cultural assets (Article 518-ter of the Italian
Criminal Code)

Destruction, dispersion, degradation, defacement, staining, and
illicit use of cultural or environmental assets (Article 518-duodecies
of the Italian Criminal Code);

Ransacking and looting cultural and environmental assets (Article

518-terdecies of the Italian Criminal Code).
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C) Specific control principles

The following are the procedural principles that, in relation to the areas

"Production, construction and transport of the transformers and related

equipment” and "On-site installation, maintenance and technical assistance of

the transformers with Company personnel or using external labourers, also with

the overlapping of interventions of one or more contractors” must be

implemented in specific company procedures that all Company Representatives

are required to comply with:

- the commitment of external collaborators must be requested to comply with
the legal obligations regarding the protection of child labour and women,
hygiene, health and safety conditions, trade union rights or in any case of
association and representation required by the legislation of the country in
which they operate, except as provided below;

- the selection of counterparts intended to provide particular services (such as
enterprises with a high incidence of unskilled labour), whether partners or
suppliers, must be carried out with particular care and on the basis of a
specific internal procedure. In particular, the reliability and integrity of such
partners or suppliers must be assessed, for the purposes of preventing the
Offences referred to in this Special Part, also through specific ex ante
investigations;

- compliance with the rules of fairness and good behaviour in the working
environment must also be verified and, in any case, particular attention must
be paid to abnormal working situations;

- should a partner have its headquarters abroad and work is carried out there
for TAMINI, the partner must comply with local legislation or, if more
stringent, the ILO conventions on the minimum age for access to
employment and on the worst forms of child labour (*C138 Convention on the
minimum age 20 1973” and “C182 Convention on the worst forms of child
labour 1999");

- the site manager who identifies an anomalous management of the personnel

used by the partner, is required to immediately inform his/her manager that
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he/she will carry out the assessments and will take, where necessary, the
appropriate measures;

the Supervisor monitors access to the construction site, preventing those
without the prescribed authorisation from entering;

contracts with partners and suppliers must contain a specific clause with
which they expressly declare to adhere to the principles set out in Model 231
and the Code of Ethics. Furthermore, External Collaborators must declare
whether a final conviction for a 231 offence has been pronounced against
them and whether criminal proceedings for a 231 offence are pending. PIC
must be promptly informed in all cases in which a final judgment of
conviction is issued or criminal proceedings are ongoing. The process for
awarding the tender or contract can only continue following to opinion
provided by PIC, which may request the support of other ALG departments;
in the event that reports of breaches of the provisions of the Decree are
received from its Corporate Representatives and/or external collaborators,
TAMINI is required to take the most appropriate initiatives to acquire any
useful information in this regard;

in the event of doubts about the correctness of the conduct of external
collaborators, the VB must be promptly informed and, if deemed appropriate,
will issue a recommendation to TAMINI's CEO and/or Management Bodies;

for the purposes of completing and maintaining the works in areas with
landscape restrictions, the methods for (i) requesting and managing the
relative authorisations, (ii) completing the works in compliance with the
requirements issued by the competent authority, as well as those established
by the applicable laws, plus the continuous monitoring of compliance with
such requirements, and (iii) managing relations with the competent

authorities must be defined.

With reference to the Area at Risk "Relations with public bodies during the

implementation/maintenance _activities and _participation _in _inspections,

investigations and verifications carried out by representatives of the P.A.,
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reporting to, for example, the Local Health Authority, Regional Environmental

Protection Agency, Tax Police, Police” it is strictly forbidden to:

make cash donations or other benefits, on one's own initiative or following
solicitation, to public officials and/or persons in charge of a public service, for
the purpose of causing them to perform an act contrary to their official duties
or to omit an official act to the benefit of the Company;

engage in conduct that materially impedes the performance of control
activities by the Administration through the concealment of documents and
information requested by the latter, or by providing incomplete, unclear or
misleading documents and information, or that in any case hinders the

control activity;

In relation to the aforementioned activity, it is also required to:

participate in inspections, investigations and audits carried out by public
officials in at least two persons, one of whom is competent in the subject
matter relevant to the specific case (where possible, public officials are also
assisted by staff of areas other than the one being inspected in order to avoid
intermingling between the inspector and the direct supervisor that could lead
to trust, familiarity and anything else that could favour undue requests);

be assisted, where necessary or appropriate, by a lawyer;

deal with public officials during inspections through the Company
Representatives of the area involved in the inspection or by individuals
identified by them;

have the Company Representatives involved the inspection or the individuals
identified by them for the inspection present all the documentation requested
by public officials;

record, in any case, ensure the traceability of the activities carried out during
the inspection, investigation or verification;

have either the Company Representatives involved in the inspection or the
individuals identified by them for the inspection sign all inspection reports;

keep the minutes and any other records concerning the related proceedings;
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- promptly inform the VB of any findings and penalties imposed as a result of
visits, inspections and investigations by public officials or Supervisory

Authorities.

Regarding the “Managing insider information” Risk Area, TAMINI complies with

the following specific control principles:

- the Code of Ethics;

- the Procedure for the management, processing and communication of
company information relating to TERNA and its subsidiaries;

- the Procedure for keeping and updating Registers of persons who have access
to privileged and potentially inside information;

- Internal Dealing Procedure;

- procedures on guidelines for identifying the nature of potentially privileged
and inside information of corporate information and the prerequisites for the
application of the delayed disclosure procedure;

- any other procedure adopted by TERNA for the keeping of the Registers;

- the procedures adopted by TERNA regarding the processing of personal data;

- clear definition of conduct that is (a) always prohibited, insofar as it may
constitute an offence of market abuse, and (b) suspicious conduct, insofar as
it may be construed as being aimed at the commission of an offence of
market abuse, in line with the provisions of EU law;

- provision for the obligation of prior authorisation of transactions under (b) by
the manager of the competent structure and communication to the VB and
the possibility of carrying them out only where there is a justified reason
(such as to exclude the hypothesis of market abuse);

- consistent with: EU and CONSOB regulations, (ii) the corporate governance
system, (iii) the principles of the Code of Ethics, (iv) the Procedure on
Internal Dealing, (v) the Procedure for the management, treatment and
communication of corporate information concerning TERNA and its
subsidiaries, (vi) the Procedure for keeping and updating the Registers of

persons with access to privileged and potentially privileged information; and
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the controls and procedures concerning the disclosure of external

information, the following provisions must be respected:

Mapping of types of relevant information: in order to promptly fulfil
TERNA'’s obligations to disclose inside information as provided for by
the regulations in force, TAMINI's corporate structures support - in
relation to activities considered significant for the issuer - the issuer
in identifying and monitoring the types of relevant information.
Processing of insider information: the processing of insider
information must take place in compliance with internal procedures
that must include:

» tasks and roles of the persons responsible for handling inside
information (the “persons in charge”);

» the rules governing their dissemination and the procedures to
be used by those responsible for their processing and
publication;

» the criteria for qualifying information as insider or intended to
become such;

* measures to protect, store and update information and
prevent improper and unauthorised communication within or
outside the Group of the same;

= persons who, by reason of their work or professional activity
or by reason of their duties, have access to inside
information or information intended to become inside
information;

» the establishment of a Register of persons who, by reason of
their work or professional activity or by reason of the
functions carried out, handle and have access to specific
inside information or intended to become such. In particular,
the criteria for updating the register and constraints on
access to the inside information must be established. The
entry in the register must be communicated to the person
concerned in order to enforce compliance with the relevant

procedures and prohibitions. Whenever a transaction is
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carried out to which inside information is connected, the
persons involved will be entered in the register and will issue
an appropriate signature;
provision of specific information management obligations and disclosure of
external information: TAMINI supports the issuer in the timely fulfilment of
the information and disclosure obligations of the external information. In
particular, the Company - as the “"Competent Organisational Function Inside
Information” (or “FOCIP”) - provides the issuer and the competent structures
with all the necessary information on the specific relevant information
relating to significant activities of the Company. The Company, therefore,
transmits to TERNA and the competent structures all the data necessary for
the fulfilment of obligations towards the publicc, CONSOB and for the
management of the Registers of persons who have access to potentially
insider and privileged information, in compliance with the provisions of the
procedures adopted in the matter to which full reference is made;
the management, processing and communication to the market of
information relating to transactions in financial instruments carried out by
“relevant persons” must be carried out in compliance with the relevant
internal procedure, which provides for:
e the scope of application within the Group;
e the scope of the interested parties (“relevant parties”) and of the
“closely associated persons”;
e the type of transactions involved;
e the type of financial instruments covered by the disclosures;
e the timing of communications by the obligated parties;
e the flow of communications;
e the scope of the exempt transactions;
¢ methods of dissemination of information;
e the communication scheme that the obligated parties must send to the
issuer.
To this end, TAMINI transmits to the issuer all information necessary for the

fulfilment of the legal obligations envisaged.
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Definition of physical measures (e.g. printing documents only after identifying
the user by name badge or storing paper documents in places with restricted
access) and IT (e.g. limiting access to digital folders where documents are
saved) in order to prevent unauthorized persons, including internal ones,
from coming into possession of documents containing information they are
not intended to have. Prompt reporting to the SB is guaranteed if these
measures are breached in such a way as to make it necessary to disclose
insider information to the pubilic.
Controls on the performance of the equity investments: on open market
days, ex-post or simultaneous checks are carried out on the performance of
the Holding's equities in order to highlight any risk points (e.g. quantity of
shares sold/limited number of buyers/time of purchase).
Treasury Share Purchase Transactions and Stabilisation Activities: Internal
procedures on treasury share purchase transactions and stabilisation
activities must be carried out in compliance with the provisions of art. 5 of
the MAR and the regulations envisaged in arts. 132 of the Italian
Consolidated Law on Financial Intermediation, 73 and 144-bis of the Issuers'
Regulations, and taking into account accepted market practices.
The following controls are in place for transactions on financial instruments:
(i) definition of a specific authorization process for executing the transactions,
(ii) prior definition of the parameters for choosing the financial instruments in
which to invest (e.g., term of the investment, security rating); (iii) if
necessary, the engagement of expert consultants, chosen after verifying their
relevant professional and reputational qualifications in line with TERNA’s
procedures.
Disclosure to the VB in the event of suspicious transactions: in any case of
suspicious transactions, these may be carried out on the condition that:

e there is a justified reason for them (such as to exclude the hypothesis of

market abuse);
e the transactions themselves are previously authorised by the manager of
the competent structure;

e information is provided, in any case, to the VB.
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. Training: TAMINI, with the support of the Holding's structures,
guarantees adequate training on market abuse offences and
administrative offences and the relevant corporate procedures in place.

. Derogation from the procedures in cases of urgency: derogations
from the above principles are permitted, under the responsibility of those
implementing them, only in cases of particular urgency in the formation or
implementation of the decision or in the event of temporary impossibility
of complying with the procedures. In these cases, immediate information
is sent to the VB and subsequent ratification by the competent person is
always required.

o Archiving relevant documentation.

With reference to the Area at Risk "Management of relations with certification

bodies”, relations must be limited to the exchange of information that is
necessary - on the basis of the agreed contractual provisions - for the
performance of the task, avoiding any conduct potentially liable to undermine
their independence. The management of the inspection and verification activities
of the certification companies must be based on the same procedural principles
provided for the area at risk “participation in inspections, investigations and

verifications carried out by representatives of the P.A.”.
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XI. Process at risk of crime no. 9: COMMUNICATION AND
INSTITUTIONAL RELATIONS

A) Areas of risk and sensitive activities

In relation to the COMMUNICATION and INSTITUTIONAL RELATIONS process the

following risk areas and sensitive activities have been identified:

e Applying to receive disbursements (for example grants, subsidies, loans,

subsidized loans) from Italian public authorities or from the EU and their

use:

a) Management of relations with the P.A. for the purpose of obtaining
grants/funding;

b) submission of the request/application for funding/contribution and
the supporting documentation;

Cc) participation in on-site audits by the lending Entity both in the
implementation stage and at the end of the activ